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About This User Manual

Any security measures described in this User Manual, for example, for user

@ access, password security, network security, firewalls, virus protection, etc.,
represent possible steps that a user of an 800xA System may want to consider
based on a risk assessment for a particular application and installation. This risk
assessment, as well as the proper implementation, configuration, installation,
operation, administration, and maintenance of all relevant security related
equipment, software, and procedures, are the responsibility of the user of the
800xA System.

This book describes the configuration of control applications with FOUNDATION
Fieldbus HSE using the CI860 module along with HSE Linking Devices and
Fieldbus Builder FOUNDATION Fieldbus as FOUNDATION Fieldbus
configuration tool.

The main areas covered in this document are:

*  Requirements for setting up a FOUNDATION Fieldbus HSE system.
*  System and network structures.

e Hardware configuration with the Control Builder.

*  Application programming and dedicated FOUNDATION Fieldbus function
blocks and control modules.

*  Engineering FOUNDATION Fieldbus applications in the control system.
*  Commissioning the control system and the FOUNDATION Fieldbus.
*  Supervision and status visualization of FOUNDATION Fieldbus.

The reader of this document is expected to have good knowledge of the 800xA
control system and the FOUNDATION Fieldbus in general.

3BDD012903-600 A 9



Intended User About This User Manual

This book is not the only source of instruction for FOUNDATION Fieldbus. ABB
offers training courses for those who use ABB control systems.

Intended User

This manual is intended for application engineers and for engineers who are
planning the design of FOUNDATION Fieldbus HSE and H1 networks. The reader
should be familiar with Control IT for AC 800M products and the programming
tool, Control Builder. Also the reader should be familiar with the hardware and
software functionality of the 800xA system products. Apart from this, the user
should have a good FF knowledge, and knowledge about the Fieldbus Builder
FOUNDATION Fieldbus and the OPC Server FOUNDATION Fieldbus.

How to Use This Book

Section 1, Introduction provides a brief overview of FOUNDATION Fieldbus and
how it is integrated in the controllers.

Section 2, Functional Description provides detailed information on the FF HSE
implementation.

Section 3, Configuration describes the configuration of FOUNDATION Fieldbus
HSE with the Control Builder and the interaction with the Fieldbus Builder FF.

Section 4, Download and Online Mode describes how to download and go online
with a project accessing FOUNDATION Fieldbus data.

Section 5, Configuration Changes provides informations and describes how to
handle configuration changes in Fieldbus Builder FF and Control Builder. Changes
should be taken with care.

Section 6, CI860 Webserver provides a detailed diagnostic information from the
system in Fieldbus Builder FF and Control Builder.

Appendix A, Application Example provides a brief overview on a sample
application.

Appendix B, CI860 Error Codes provides a C1860 error codes.

For a list of documentation related to the products described in this book, see
Released User Manuals and Release Notes on page 13.

10 3BDD012903-600 A



About This User Manual User Manual Conventions

User Manual Conventions

Microsoft Windows conventions are normally used for the standard presentation of

material when entering text, key sequences, prompts, messages, menu items, screen
elements, etc.

Warning, Caution, Information, and Tip Icons

This User Manual includes Warning, Caution, and Information where appropriate to
point out safety related or other important information. It also includes Tip to point

out useful hints to the reader. The corresponding symbols should be interpreted as
follows:

Electrical warning icon indicates the presence of a hazard that could result in
electrical shock.

injury.

Caution icon indicates important information or warning related to the concept
discussed in the text. It might indicate the presence of a hazard which could
result in corruption of software or damage to equipment/property.

Information icon alerts the reader to pertinent facts and conditions.

Tip icon indicates advice on, for example, how to design your project or how to
use a certain function

f Warning icon indicates the presence of a hazard that could result in personal

Although Warning hazards are related to personal injury, and Caution hazards are
associated with equipment or property damage, it should be understood that
operation of damaged equipment could, under certain operational conditions, result
in degraded process performance leading to personal injury or death. Therefore,
fully comply with all Warning and Caution notices.

3BDD012903-600 A 11



Terminology

About This User Manual

Terminology

A complete and comprehensive list of terms is included in the System 800xA,
Engineering Concepts instruction (3BDS100972*). The listing includes terms and
definitions that apply to the 800xA System where the usage is different from
commonly accepted industry standard definitions and definitions given in standard
dictionaries such as Webster’s Dictionary of Computer Terms. Terms that uniquely
apply to this User Manual are listed in the following table.

The table below contains terms that uniquely apply to this instruction.

Term/Acronym

Description

Application Process
(AP)

Application Process (AP) is a term defined by the
International Standards Organization (ISO) Open
Systems Interconnect (OSI) Reference Model (RM), ISO
7498, to describe the portion of a distributed application
that is resident in a single device. The term has been
adapted for the fieldbus environment to describe entities
within devices that perform a related set of functions,
such as function block processing, network
management, and system management. Refer to
Function Block Application Process (FBAP).

FOUNDATION Fieldbus
Network

Refer to FF Network.

FF Network

A FOUNDATION Fieldbus network is comprised of one
HSE subnets and one or more interconnected H1 links.

Function Block
Application Diagram
(FBAD)

The Function Block Application Diagram includes
function blocks and signal linkages between them.

Function Block
Application Process

A Function Block Application Process (FBAP) is that part
in the software of a device which contains the Function

(FBAP) Blocks and executes the Function Block Application. The
FBAP is organized as separate VFD.
H1 Link An H1 link interconnects one or more H1 Devices.

12
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About This User Manual

Released User Manuals and Release Notes

Term/Acronym

Description

HSE Subnet

HSE Subnets are IP networks. They are permitted to
contain bridges, but not routers.

The HSE Subnet is used to qualify the Link Id. The
combination of the HSE Subnet and the Link Id is unique
across all HSE Subnets of a system.

An HSE subnet consists of one or more HSE devices
connected via Ethernet.

HSE devices on a subnet may be interconnected with
standard switches.

Multiple HSE subnets may be interconnected using
standard routers.

Physical Device (PD)

The term references the real field device as opposed to
a Virtual Field Device (VFD).

ICMP

Internet Control Message Protocol.

Released User Manuals and Release Notes

A complete list of all User Manuals and Release Notes applicable to System 800xA
is provided in System 800xA Released User Manuals and Release Notes

(3BUA000263%).

System 800xA Released User Manuals and Release Notes (3BUA000263 %) is
updated each time a document is updated or a new document is released. It is in pdf
format and is provided in the following ways:

*  Included on the documentation media provided with the system and published
to ABB SolutionsBank when released as part of a major or minor release,
Service Pack, Feature Pack, or System Revision.

e Published to ABB SolutionsBank when a User Manual or Release Note is
updated in between any of the release cycles listed in the first bullet.

E A product bulletin is published each time System 800xA Released User Manuals
and Release Notes (3BUA000263*) is updated and published to ABB

SolutionsBank.

The table below contains documentation that additionally apply to this instruction.

3BDD012903-600 A
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Released User Manuals and Release Notes

About This User Manual

Title

Description

FOUNDATION Fieldbus Technical Overview
FD-043
Publisher: Fieldbus Foundation, 2003

Definition and explanation of key
technical concepts inherent in
FOUNDATION Fieldbus
technology.(")

FOUNDATION Fieldbus System
Engineering Guidelines

AG-181

Publisher: Fieldbus Foundation, March 2010

Guideline reflecting standard
industry practices for the application
of FOUNDATION Fieldbus H1
projects.()

FOUNDATION Fieldbus Web Site -
FIELDBUS ONLINE (www.fieldbus.org)

Standards and commercially
available FOUNDATION Fieldbus
documentation.

3BDD012902*_FF_Config

How to use the Fieldbus Builder FF.

3BDDO011677*_FF_LD800HSE

Documentation of the HSE/H1
Linking Device LD 800 HSE

(1) The document can be downloaded from the Fieldbus Foundation’s website:
http://www.fieldbus.org/ProductsAndServices/FFProductCatalog/

14
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http://www.fieldbus.org/ProductsAndServices/FFProductCatalog/
http://www.fieldbus.org/ProductsAndServices/FFProductCatalog/

Section 1 Introduction

FOUNDATION Fieldbus (FF) is a fieldbus protocol based on international
standards and designed for applications in the manufacturing industry, process
automation and buildings automation. The Fieldbus Foundation publishes the
guidelines for this fieldbus standard.

FF defines two communication profiles, H1 and HSE. The H1 profile allows a
transmission rate of 31.25 kbit/s. It is preferably used for direct communication
between field devices in one link (H1 link). The HSE profile with a transmission
rate of 10 or 100 Mbit/s serves as a powerful backbone for the link between H1
segments and allows the integration of high speed controllers (such as PLC or
DCS). The communication between the field devices on the H1 segments and the
HSE backbone is realized by FF Linking Devices (e.g. LD 800HSE) which act as
gateway between the H1 and the HSE profiles.

The FOUNDATION Fieldbus is linked to the AC 800M via the high-performance
HSE bus using HSE Host CI860 devices. This HSE Host CI860 module and its
configuration is the main topic of this documentation. It performs a data type
transfer from FF data types to IEC 61131 data types of the AC 800M and vice versa
and organizes the data transfer from the FF HSE Subnet to the Control Network of
the 800xA system.

3BDD012903-600 A 15



Section 1 Introduction
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EJ =1 opc server FF OPC Server AC800M
Hir Control Network
ACB00M i
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Figure 1. System 800xA topology with FF HSE

Figure 1 shows the system 800xA topology including two FF HSE Subnets. The
Engineering, the Operator and the Maintenance Workplaces are connected to the
Client Server Network. A (redundant) Connectivity Server AC 800M (OPC server
AC 800M) connects the Client Server Network to a Control Network. A (redundant)
Connectivity Server FF (OPC server FF) connects the Client Server Network to the
HSE subnets. (Redundant) AC 800M controllers are connected to the Control
Network, (redundant) CI860 modules connect the controllers to the HSE subnets.

The FF subsystem consists of FF Linking Devices (LD) and FF H1 devices (sensors,
actuators). It is interfaced to the IEC 61131 controller (AC 800M) using the CI860
module in the AC 800M.

16
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Section 1 Introduction

FF Linking Devices operate as gateways between the HSE Subnet and the field
devices on the H1 segments. One ABB FF Linking Device LD 800HSE provides
four FOUNDATION Fieldbus H1 links. The FF Linking devices communicate with
one another by using the HSE protocol. It is a devices according class 42c which
allows process data that have been published cyclically on the subsidiary H1
segments to be “republished” on the HSE segment. By using HSE republishing, it is
possible to configure communication between field devices on different H1
segments and devices on the HSE segment.

All FF HSE Subnet components supports redundancy. This includes the
communication interface module CI860, the Linking Device LD 800HSE, the OPC-
Server FF and the HSE Subnet itself.

A control application can be distributed over AC 800M controllers and FF devices.
Configuration is performed using the Plant Explorer with the use of two aspect
systems, Fieldbus Builder FOUNDATION Fieldbus (Fieldbus Builder FF) and
Control Builder. The Fieldbus Builder FF is used for configuration of the FF
application (this includes the FOUNDATION Fieldbus HSE, the H1 networks, the
FF devices and the CI860). The Control Builder is used for configuration of the IEC
61131 application.

The variables defined in the IEC 61131 applications are mapped to FF signals
connected to FF function blocks in FF devices. In the Control Builder these FF
signals are represented as IO channels which are handled by the CI860 module. This
data exchange is cyclic and called Publisher/Subscriber communication. Further it is
possible to access FF block contained parameters from the IEC 61131 application.
This data exchange is acyclic and called Client/Server communication.

3BDD012903-600 A 17



General

Section 1 Introduction

General

Multiple HSE subnets may be connected to an 800xA system.

The CPU module of the AC 800M controller must be connected to the
Control Network.

The FOUNDATION Fieldbus HSE Communication Interface Modules CI860
in the AC 800M controller must be connected to an HSE subnet.

Up to twelve FOUNDATION Fieldbus HSE Communication Interface
Modules CI860 may be connected to one AC 800M controller.

The FOUNDATION Fieldbus HSE Communication Interface Module CI860
may be used in redundant controllers and it supports module redundancy.

The Linking Device LD 800HSE connects H1 links to an HSE subnet. The
LD 800HSE can be used in redundant configuration.

FOUNDATION Fieldbus HSE subnets should be physically separated from
other networks as FOUNDATION Fieldbus HSE multicasts cause high load on
the network.

OPC Server FF provides tool routing functionality.

—  The Connectivity Server(s) running OPC Server FF are required to
provide tool routing functionality for the workplaces running Fieldbus
Builder FF so that these can access the FF subnet(s)

Components

Figure 1 lists the components with the description.

Table 1. Components

Component Description

Client Server Network Network to which engineering and operator

workplaces as well as servers are connected.

Engineering Workplace 800xA engineering workplace running Control

Builder and/or Fieldbus Builder FF.

18
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Section 1 Introduction

Components

Table 1. Components

Component

Description

Maintenance Workplace

Basically a plant explorer workplace which provides
a user interface for maintenance personnel. This
workplace has an alarm band that shows asset
monitoring alarms for default asset groups

Fieldbus Builder FF

Fieldbus Builder FOUNDATION Fieldbus,
Engineering Tool for Configuration and
Commissioning of FOUNDATION Fieldbus
networks including H1 and HSE.

Control Builder

Engineering tool for configuration of AC 800M
hardware and applications

Operator Workplace

800xA operator workplace for process visualization
and operation

Connectivity Server FF

Connectivity server running OPC Server FF.

OPC Server FF

OPC Server for FOUNDATION Fieldbus.

Connectivity Server AC
800M

Connectivity server running OPC Server for AC
800M

Control Network

10 Mbit/s Ethernet Network used to connect
controllers, operator stations, engineering
workplaces, servers, etc.

AC 800M

AC 800M controller: Hardware platform to which
individual hardware modules may be connected and
which, depending on the specific module
configuration and operating system selected, can be
programmed to perform multiple functions

CI860

FOUNDATION Fieldbus HSE Communication
Interface Module CI860 for the AC 800M
controller.

LD 800HSE

FOUNDATION Fieldbus Linking Device LD
800HSE. Gateway between four FF H1 Links and
FF HSE suited for redundant use.

3BDD012903-600 A
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Components

Section 1 Introduction

Table 1. Components

Component

Description

HSE

FOUNDATION Fieldbus High Speed Ethernet
(HSE) protocol, used as backbone network.
Typically running at, but not being limited to 100
Mbit/second Ethernet.

H1

FOUNDATION Fieldbus H1 protocol using 31.25
kbit/s network physics.

20
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Section 2 Functional Description

FOUNDATION Fieldbus supports the following communication types to access FF
data.

*  The communication type Publisher/Subscriber is used for a buffered 1-to-m
communication. Buffered means that only the most recent data is available on
the network; new data overrides the old data. This connection type is used by
the field devices for the cyclical time-controlled publishing of function block
inputs and outputs. The control loop signals exchanged between the field
devices, for example, use this connection type.

*  The communication type Client/Server is used for user-initiated, non-cyclical
1-to-1 communication between devices. Typical examples of this connection
type are communication set point changes, user acknowledgements of
messages and the downloading or reading back of device configuration data.

*  The communication type Source/Sink is used for a user application-initiated,
non-cyclical 1-to-n communication. For example, following a request by the
LAS a device with a configured trend report will send the trend report to the
group address defined for the purpose. Another typical use of this connection
type is the sending of process alarms to the operator consoles.

Publisher/Subscriber Communication

Control Builder and AC 800M allow for access to FF signals communicated by
Publisher/Subscriber communication via CI860. Thereby access to FF function
block inputs and outputs being connected to an FF signal in Fieldbus Builder FF and
being published or subscribed is possible. Only FF data types DS-65 and DS-66 are
supported for Publisher/Subscriber communication.

3BDD012903-600 A 21



Data Types

Section 2 Functional Description

Data Types

The CI860 contains a fixed number of channels of the four different channel types.
AnalogIn (IW), AnalogOut (QW), Discreteln (IX), and DiscreteOut (QX). The
analog FF data type DS-65 is mapped to the ReallO data type of the AC 800M, the
discrete FF data type DS-66 can contain binary information but also up to 256 states
(one byte). For these different usages two AC 800M data types can be mapped to the
discrete FF signal: The BoollO for binary usage and the DwordIO for the full usage
of all possible values. The CI860 provides these two possibilities for a discrete
channel. For discrete outputs only one of the available 10 data types (BoollO or
DwordIO) can be used for the same channel at the same time, but different channels
in the discrete section can be used with the different 1O data types.

Table 2. Data Types of Publisher/Subscriber Communication

Is mapped to data type
CI860 channel type FF data type of the AC 800M
IWx.x FF DS-65 ReallO
IXx.x FF DS-66 BoollO
DwordIO
QWx.x FF DS-65 ReallO
QXx.x FF DS-66 BoollO
DwordIO

FF Status Handling

FF signals contain value and status information. Figure 2 and Figure 3 show how the
FF specific status information is handled in the CI860. As mentioned before, the

22

3BDD012903-600 A



Section 2 Functional Description FF Status Handling

CI860 has IO channels with the data types ReallO, BoollO and DwordlO. The
status of these types are referenced as Channel 10 Status

Status “Walue FF Data Types DS-65/66

nsg [E= ]

Cluality Substatus Lirnit FF Status

Protocol specific values
Faorced value

Inverted value
Simulated value
IZPIOSP active

Error on backup

Unit B Primary
Configured as redundant
Reserved inot used
GQuglty (OPC coding)
Substatus (OPC coding)
Limit [P C coding)

FHDT ACOxE T

(L= L=
Ell n 15

T o
P |p |p |p |p |p |p |p |F |I |h.l1 |}( |B |U|R |r |r |r |r |r |r |r |r |r |D |D |S |S |S |S |L |L Channel 10 Status

Figure 2. Status Handling for Inputs

For inputs the FF status is copied to the Bits 31-24 of the Channel 10 status. For
example the status of the FF devices is copied to the first Byte of the ReallO,
BoollO, and DwordlO data types (see Figure 2).
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Section 2 Functional Description

(L))
kil

e 15

1

L=8
o

r bl Pl b leols bl Pl b lefefsfsfle] |

Cluality

Substatus

Lirnit

Status | “Walue

Figure 3. Status Handling for Outputs

Channel 10 Status

Protocol specific values
Forced wvalue

Inverted walue
Simulated value
ISPIOSP active

Error on backup

Unit B Primary
Configured s redundant
Reserved jnot used
Guality (OPC coding)
Substatus (OPC coding)
Lirnit (P C cocding)

mruo-aAaCDx=Z~ 1T

FF Status

FF Data Types DS-B5/86

For outputs the FF status is copied from Bits 31-24 from the Channel 1O status. For
example the status information is copied from the first Byte of the ReallO, BoollO,

and DwordIO data types (see Figure 3).
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Section 2 Functional Description Overview FF Signal Status

Overview FF Signal Status

The status value of a Foundation Fieldbus signal can be split into Quality, Substatus
and Limit (see Figure 4). In Control Builder this FF Signal status can be accessed
via the first byte of the Channel IO status (see Figure 2 and Figure 3).

Quality Substatus Limits
20 | 26 | 25 |28 | 28 |2 | | 2

Figure 4. FF Signal Status Byte

Quality

For the Quality of one FF Signal four values are possible (see Table 3).

Table 3. Definition of Quality in FF Status Byte

Quality Bit value Define Description

0 00SSSSLL Bad Value is not useful for reasons
indicated by the Substatus

1 01SSSSLL Uncertain The quality of the value is
uncertain for reasons indicated by
the SubStatus.

2 10SSSSLL Good (Non- | The quality of the value is good,
cascade) but possible alarm conditions may
be indicated in the substatus
3 11SSSSLL Good The value may be used in control.
(Cascade)
Substatus

Each Quality has a set of up to 16 possible Substatus (see Table 4 to Table 7).
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Overview FF Signal Status Section 2 Functional Description
Table 4. Definition of FF signal Substatus for Quality: Bad
Substatus | Bit value | Hex value Define
0 000000LL |0x00 Non specific
1 000001LL |0Ox04 Configuration Error
2 000010LL |0Ox08 Not connected
3 000011LL |0OxOc Device Failure
4 000100LL |0x10 Sensor Failure
5 000101LL |Ox14 No Communication, with last usable value
6 000110LL |0Ox18 No Communication, with no usable value
7 000111LL |Ox1c Out of Service
8-15 Not used

Table 5. Definition of FF signal Substatus for Quality: Uncertain

Substatus | Bit value | Hex value Define

0 010000LL |0x40 Non specific

1 010001LL |0Ox44 Last Usable Value

2 010010LL |0x48 Substitute

3 010011LL |Ox4c Initial Value

4 010100LL |0x50 Sensor Conversion not Accurate
5 010101LL |Ox54 Engineering Unit Range Violation
6 010110LL |0x58 Sub normal

7-15 Not used
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Table 6. Definition of FF signal Substatus for Quality: Good (Non-cascade)

Substatus | Bit value | Hex value Define

0 100000LL |0x80 Non specific

1 100001LL |Ox84 Active Block Alarm

2 100010LL |Ox88 Active Advisory Alarm

3 100011LL |Ox8c Active Critical Alarm

4 100100LL |0x90 Unacknowledged Block Alarm

5 100101LL |0x94 Unacknowledged Advisory Alarm
6 100110LL |Ox98 Unacknowledged Critical Alarm
7-15 Not used

Table 7. Definition of FF signal Substatus for Quality: Good (Cascade)

Substatus | Bit value | Hex value Define

0 110000LL |OxcO Non specific

1 110001LL |Oxc4 Initialization Acknowledged (IA)
2 110010LL |Oxc8 Initialization Request (IR)

3 110011LL |Oxcc Not Invited (NI)

4 110100LL |OxdO Not selected (NS)

6 110110LL |Oxd8 Local Override (LO)

7 110111LL |Oxdc Fault State Active (FSA)

8 111000LL |Oxe0 Initiate Fault State (IFS)
5,9-15 Not used
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Overview CI860 IO Status Section 2 Functional Description

Limits
The last two Bits of the FF Status Byte are used to indicate the limit of the signal.
These bits are valid regardless the Quality and the Substatus

Table 8. Definition of Limit in FF signal status

Limit Bit value Define Description
0 QQSSSS00 Not limited The value is free to move
1 QQSSSS01 | Low limited | The value is from a block that

cannot generate or use a lower
value because it is limited in that
direction

2 QQSSSS10 | High limited | The value is from a block that
cannot generate or use a higher
value because it is limited in that
direction

3 QQSSSS11 Constant The value cannot move, no
matter what the process does

Overview CI860 10 Status

The IO Status provides informations of the 10s from the CI860 module. It can be
accessed in Control Builder via the last byte of the Channel 10 status (see Figure 2).
The 10 Status byte has the same structure as the status value of a Foundation
Fieldbus signal. It can be split into Quality, Substatus and Limit (see Figure 4).
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Overview CI860 |0 Status

Quality

For the Quality of the 1O Status four values are possible (see Table 9).

Table 9. Definition of Quality in 10 Status Byte

Quality Bit value Define Description

0 00SSSSLL Bad Value is not useful for reasons
indicated by the Substatus

1 01SSSSLL Uncertain The quality of the value is
uncertain for reasons indicated by
the SubStatus.

2 10SSSSLL Not used

3 11SSSSLL Good The value may be used in control.

(Cascade)
Substatus

Each Quality has a set of up to 16 possible Substatus (see Table 10 to Table 12).

Table 10. Definition of 10 Substatus for Quality: Bad

Substatus | Bit value | Hex value Define Description

0-2 Not used

3 000011LL |Ox0c Unit error A device failure has been
detected. 10-value will be
frozen to the last known
value.

4 000100LL |0x10 Channel error | A channel error has been

detected. 10-value will be
frozen to the last known
value. Additional
information could be given
in the Limit field, like
HighHigh and LowLow.

3BDD012903-600 A

29




Overview CI860 |0 Status

Section 2 Functional Description

Table 10. Definition of 10 Substatus for Quality: Bad (Continued)

Substatus | Bit value | Hex value Define Description

8 001000LL |0Ox20 Not Initialized | The device is in
initialization mode. 10-
value will be frozen to the
last known value. The
value is not updated.

5,7,9-15 Not used

Table 11. Definition of 10 Substatus for Quality: Uncertain

Substatus | Bit value | Hex value Define Description
0-4 Not used
1 010001LL |Ox44 Last Usable | The value has not been
Value updated and should be
regarded as old.
5 010101LL |0Ox54 Engineering | The value is outside the
Units limits defined for this
Exceeded parameter. Limit field
indicates which limit has
been exceeded but does
not necessarily imply that
the value cannot move
farther out of range.
6-15 Not used
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Section 2 Functional Description

Client/Server Communication

Table 12. Definition of 10 Substatus for Quality: Good (Cascade)

Substatus | Bit value | Hex value Define Description
0-5 Not used
6 110110LL |Oxd8 Local Override | The value has been
Forced
7-15 Not used
Limits

The last two Bits of the IO Status Byte are used to indicate the limit of the signal.
These bits are valid regardless the Quality and the Substatus

Table 13. Definition of Limit in FF Status Byte

Limit Bit value Define Description

0 QQSSSS00 | Not limited The value is free to move up or
down

1 QQSSSS01  |Low limited | The value has ‘pegged’ at some
lower limit.

2 QQSSSS10  |Highlimited | The value has ‘pegged’ at some
higher limit.

3 Not used

Client/Server Communication

Client/Server communication is mainly used via OPC Server FOUNDATION
Fieldbus. This allows access to FF function block parameters.

Additional Client/Server communication is also used via CI860 to allow acyclic
access to FF block contained parameter from AC 800M controller.

The FF data types listed in Table 14 can be communicated.

3BDD012903-600 A
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Section 2 Functional Description

Data Types

Table 14 gives a overview about the supported FF data types for the Client/Server
communication via CI860 and to which data types in the AC 800M controller they

can be mapped.

Table 14. Data Types of Client/Server Communication

Mapped to data type
FF Data Type Description of
AC 800M

Float DS-8 Float value FFFloatDS8
Bit String DS-14 Bit String value FFBitStrLen8DS14

FFBIitStrLen16DS14
Value & Status - Floating Float status and value FFFloatStatusDS65
Point Structure DS-65
Value & Status - Discrete | Discrete status and value | FFDiscreteStatusDS65
Structure DS-66

Source/Sink Communication

This communication type is used by OPC Server FF.
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Section 2 Functional Description

Dimensioning Guidelines

Dimensioning Guidelines

This subsection gives information about the physical and the performance
limitations of the FF HSE communication interface module CI860 with subject to
the FF communication types. For further information about technical data and
performance limitation of the 800xA system, refer to following documents:

o System 800xA System Guide Technical Data and Configuration
(3BSE041434%*).

e Device Management FOUNDATION Fieldbus Linking Device LD 800HSE,

User Instructions, (3BDDO011677%)

FF HSE Communication Interface CI860

The following limitations and calculations obtain to one CI860 module. One AC

800M controller supports up to twelve CI860 modules.

Physical Limitsof Publish/Subscriber and Client/Server communication

e  Cyclic communication via publish/subscribe:

In Control Builder, variables can be mapped to CI860 channels. Analog
channels are mapped to the ReallO data type whereas discrete channels can be
mapped to BoollO and DwordIO data types. The number of CI860 channels to
which variables can be mapped is limited to the following numbers:

1000 channels of ReallO type for analog inputs.
500 channels of ReallO type for analog outputs.

500 channels of BoollO type and 500 channels of DwordIO type for
discrete inputs.

500 channels in total for discrete inputs of type BoollO or DwordIO.

250 channels in total for discrete outputs of type BoollO or DwordIO.

The overall number of channels is limited to 1000.

3BDD012903-600 A
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FF HSE Communication Interface CI860 Section 2 Functional Description

*  Acyclic communication via client/server:

In Control Builder it is possible to access acyclically to contained FF function
block parameters. This is done via client/server communication through CI860.
Following limitations have to be considered per CI860:

—  to maximum 30 Linking Devices can be communicated
—  to maximum 150 H1 devices and

—  with maximum 300 client/server signals.

Performance Limits of Publish/Subscriber communication

The CI860 can handle a maximum of 1000 VCRs, for example 1000 connections to
I/O channels can be handled and therefore 1000 FF signals can be communicated
with the CI860.

To ensure a proper functionality under all conditions the CPU load of the CI860
shall not exceed 80% at a maximum. This gives the limit of the Average FF load of
100% that can be operated by the CI860 during runtime.

Average FF Load = CPU Load * 1.25

The Average FF load is calculated and monitored by Fieldbus Builder FF depending
on the actual configuration.

The CPU Load is given as Summery of the CPU Load for Publish/Subscribe (P/S)
communication, the CPU Load for Client/Server (C/S) communication, and 9% idle
load.

CPU Load = CPU Load P/S + CPU Load C/S + 9% Idle Load
Calculating CPU Load for P/S

CPU Load P/S = T*0.105% + N*0.015%

N: Number of configured channels on CI860

T: Number of transfers/sec (publish and subscribe)

Use the following formula for calculating T if number of cycles are used:

T =Ny/Cq + No/Cyt....+ N /C,

N: Number of configured channels on CI860

34
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FF HSE Communication Interface CI860

C: Used Signal Cycle time in [sec] for these channels

The formula accuracy is about +-5%.

V

Calculating CPU Load for C/S
CPU Load C/S = R/C*1.6%
R: Number of client/server requests

C: Cycle time of C/S requests in [sec]

Use the following formula for calculating CPU_Load_C/S if number of cycles

are used:
CPU_Load_C/S=(R4/C1+R,Cy+....R,/C})*1.6%
Q The formula accuracy is about +-20%.

Verify the CI860 CPU load within Control Builder M, CI860 Hardware
Configuration Editor in the Connections tab, diagnostic channel IW1.6502 CPU

load and IW1.6505 Average FF load over a period of time when C/S requests were

performed.

Table 15. Average FF Load Calculation Examples

Average FF Load Calculation Examples

time

500 P/S signals with 1 sec cycle |CPU_Load_P/S 60%
time

7 C/S signals with 1 sec cycle CPU_Load_C/S +11%
time

Idle Load +9%
CPU Load 80%
(Average FF Load = 100%)

300 P/S signals with 1 sec cycle |CPU_Load_P/S 36%

3BDD012903-600 A

35



FF HSE Communication Interface CI860 Section 2 Functional Description

Table 15. Average FF Load Calculation Examples

Average FF Load Calculation Examples
22 C/S signals CPU_Load_C/S +35%
with 1 sec cycle
time
Idle Load +9%
CPU Load 80%
(Average FF Load = 100%)
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Section 3 Configuration

This section describes the configuration of FOUNDATION Fieldbus HSE with the
Control Builder and the interaction with the Fieldbus Builder FF.

The FF configuration involves the following steps. It is assumed that the Plant
Explorer Workplace, Control Builder and Fieldbus Builder FF are installed. A
system is running.

1. Configure your networks, for example the Client Server Network, the Control
Network and HSE Subnets. Refer to System 800xA Network Configuration
(3BSE034463%*).

2. Configure the AC 800M controller hardware. This includes the configuration
of the FOUNDATION Fieldbus HSE Communication Interface Module CI860.
Refer to Configuration in Control Builder on page 45

3. Configure an HSE subnet. Refer to Device Management FOUNDATION
Fieldbus, Configuration (3BDD012902%).

4. Configure the FF network topology. Refer to Device Management
FOUNDATION Fieldbus, Configuration (3BDD012902%).

— LD 800HSE Linking Device configuration.

—  FF HSE Host CI860 object configuration.

—  HI1 Link configuration.

—  H1 Device configuration.

—  FF Function Block Application configuration.

5. Configure your Control Builder application(s). Refer to Application
Programming on page 55.

6. Connect an HSE subnet. Refer to Connect CI860 to the HSE Subnet on page 50
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Introduction of Configuration Tools Section 3 Configuration

7. Commissioning the HSE subnet. Refer to Device Management FOUNDATION
Fieldbus, Configuration (3BDD012902%).

8. Going Online. Refer to Section 4, Download and Online Mode.

Introduction of Configuration Tools

The configuration of Foundation Fieldbus is done from Plant Explorer Workplace
with use of the two aspect systems Fieldbus Builder FOUNDATION Fieldbus
(Fieldbus Builder FF) and Control Builder.

Fieldbus Builder FOUNDATION Fieldbus

The Fieldbus Builder FF is used for configuration and commissioning of the FF
networks (this includes the FF HSE subnets, the H1 links, the FF devices, the FF
applications running in the H1 devices and the HSE Host CI860). All signals which
should be used in a IEC 61131 controller like the AC 800M have to be referenced to
a dedicated HSE Host CI860 object out of Fieldbus Builder FF. The HSE Host
CI860 object will be connected to CI860 module of the AC 800M controller (refer
to Connect CI860 to the HSE Subnet on page 50). The Fieldbus Builder FF acts as
an integrated application within the Industrial IT 800xA environment.

Control Builder

The Control Builder is used to do the IEC 61131 application programming as well
as to configure and load the AC 800M controller and its communication interfaces
(e.g. the CI860 module).
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Section 3 Configuration

Network Configuration

Network Configuration

This section describes additional network configurations and settings of the

components which are needed for the integration of FOUNDATION Fieldbus in an
800xA system (this includes Fieldbus Builder FF, OPC Server FF, AC 800M, CI860
and the Linking Device). If the configuration is described detailed in other manuals

the appropriate documentation will be referenced.
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4 OPC Server 4 OPC Server
N | AC BOOM |55 . FF(2x) |NS -
o o o
= = =
C/S Network 11 29 \-E
C D
172.16.4.x
255.255.252.0
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C : D
172.16.80.x 151 153 155
255.255.252.0
3 non-redundant
i f 3 Cl860s
Clss0 S g [, {.f_ ]
redundant | | 0 L Y
s fewwe]] - f ‘-.-- 3
153[ 154 155 |23 |23 155[ Ls? - HSE Subnet 2
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192.168.1.x 51‘ 52‘
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53‘
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Figure 5. System 800xA network topology

192168 2.x
255.255.255.0

51|52

= LD 800HSE

ﬁ ﬁ redundant

Figure 5 gives a overview of a common 800xA network topology with
FOUNDATION Fieldbus. The recommended NetIDs and Subnet Masks for the
different Networks are shown in Table 16.
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Table 16. Recommendation for NetIDs and Subnet Masks

Network Type NetIDs Subnet Mask

Client/Server Networks 172.16.x.0 255.255.252.0

172.17.x.0 (only for redundancy)
where x=4,8,12 to 40 (steps of 4)

Control Networks 172.16.x.0 255.255.252.0

172.17.x.0 (only for redundancy)

where x=80, 84, 88 to 124 (steps of
4)

HSE Subnets 192.168.x.0 255.255.255.0
(FOUNDATION Fieldbus) | Wwhere x=1...40

('x’ represents the HSE Subnet, e.g.

for HSE Subnet 1 choose
192.168.1.0)

For detailed information about the recommended IP addresses and Node numbers
for the nodes of a 800xA network as in Figure 5 as well as for informations
concerning the network layout refer to System 800xA Network Configuration
(3BSE034463%).

Fieldbus Builder FF network configuration and settings

The IP address and subnet mask for the Fieldbus Builder FF are set in the Configure
dialog either during the software installation or later on by opening the dialog
manually. Refer to Device Management FOUNDATION Fieldbus, Configuration,
(3BDDO012902%).
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OPC Server FF network configuration and settings

Like the Fieldbus Builder FF the IP address and the Subnet Mask are set via the
Configure Dialog (during the installation or later on).

The OPC Server FF network configuration is done in Fieldbus Builder FF. Here it is
defined which OPC Server(s) FF access which HSE subnet. Refer to Device
Management FOUNDATION Fieldbus, Configuration, (3BDD012902%).

AC 800M network configuration and settings

The IP address and subnet mask for the AC 800M are set via the IPConfig tool
delivered with Control Builder.

The network configuration for the AC 800M controller is done in Control Builder.
For details, refer to the Control Builder documentation.

CI860 network configuration and settings

The IP address and subnet mask for the CI860 is set in Fieldbus Builder FF. In case
that the CI860 shall operate in redundant mode (two CI860 working as a redundant
pair), two IP addresses have to be configured.

The Control Builder gathers this information and loads the settings during project
download into the CI860. Refer to CI860 IP Configuration on page 42 for details.

Fieldbus Builder FF independently. There is a check in Control Builder, if the
redundancy configuration from Control Builder and Fieldbus Builder FF does not
match a warning message is generated. Nevertheless a download to the controller
and the CI860(s) is performed. Ensure to synchronize the redundancy
configuration in Control Builder and Fieldbus Builder FF.

@ The configuration of redundancy for CI860 is done in Control Builder and

Refer to Section 5, Configuration Changes for details on how changing IP
addresses and subnet masks for CI860 takes effect.

Linking Device configuration and settings

The Linking Device IP address and subnet mask can be set via a web interface. For
details on configuration and factory setting, refer to the Linking Device
documentation.
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The network configuration of Linking Device is done in Fieldbus Builder FF.
Fieldbus Builder FF is also used to configure Linking Device redundancy. Refer to;

*  Device Management FOUNDATION Fieldbus, Configuration (3BDD012902%)

*  Device Management FOUNDATION Fieldbus Linking Device LD S800HSE,
User Instructions (3BDD011677%*).

Configuration in Fieldbus Builder FF

This section describes the IP address configuration for the HSE communication
interface module CI860 in Fieldbus Builder FF. For informations concerning the
configuration of a FF HSE subnet and its HI segments with Fieldbus Builder FF,
refer to Device Management FOUNDATION Fieldbus, Configuration
(3BDDO012902%).

CI1860 IP Configuration

One HSE subnet can have multiple HSEHostCI860 objects which are connected to
CI860 modules of different AC 800M controller (see Figure 5). To ensure a proper
communication between one HSE Subnet and CI860 module(s), every involved
component must have a unique IP address (this includes also redundant CI860
modules). Then, it is described how to configure these unique IP address(es) for the
CI860.

42
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CI860 Properties Dialog

Figure 6 shows the CI860 properties dialog. It occurs by inserting a HSEHostCI860
object or it can be opened later manually. To open the CI860 properties dialog
manually:

1. Select the HSEHOstCI860 object from tree view

2. Double-click with left mouse button on the object
or
context menu > Properties...

x
General data
I ame: _ Short text: I
Long text; |

| Feferenced Signalz |

— Metwork. configuration

IF Address: I 132 . 168 . 1 . 153

FRedundant urit exists [V

IP ddress of red, Unit: | 192 . 168 . 1 . 154

‘winite Configuration File... |
Ok, I LCancel I Apply I Check I Help

Figure 6. Properties Dialog of HSEHostCI860 object

The CI860 Properties Dialog for the HSE Host object shows the FOUNDATION
Fieldbus HSE communication interface CI860 of the IEC 61131 controller. Data
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Section 3 Configuration

such as the tag name the IP address(es) are displayed and can be configured here.
Concerning the IP address configuration see Table 17.

Table 17. Dialog Elements of HSEHostCI860 Properties Dialog

Dialog element

Description

IP Address

The IP address is used for identifying the HSE host and
forms the basis for all connection-oriented
communication with the HSE host. The address entered
here is loaded to the CI860 module via Control Builder.

Both the IP address of the HSE host and the IP
address of the redundancy module must be
valid, unique IP addresses from the HSE subnet.

IP Address of red. Unit

The IP address of the redundancy module is entered
here.

Redundant unit exists

This parameter is used to configure the HSE host as a
redundancy pair.

[] No redundancy.

i/l Redundancy.

Network Configuration Dialog

The Network Configuration dialog of FBB FF shows the network settings of all
configured FF Objects of the Client/Server and the HSE Network. Figure 7 shows
this dialog with the network configuration for the HSE Subnet 1 from Figure 5.
Next to the centralized overview of the network settings this dialog allows changes

at the configuration.

If the IP address of one CI860 module should be modified it is possible to do this via
the Properties Dialog of the FF Object as described above or directly out of the
Network Configuration Dialog. Changes done in the Network Configuration Dialog
will be assumed by the FF objects (e.g. the HSEHostCI860 object).
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Configuration in Control Builder

x
 Client/Server Metwaork
Type Mame IP address
FEB FF
OPCServer FF OPC1 172.16.4.23
— HSE Metwork
Subnet Mask: I R ZFR 2R . 0 HSE Subnet 10: |-| vl
Default Gateway: I 192 168 . 1 . 23
Type | Mame | IP addresz | IP addresz 2
OPCServer FF OPC1 192168.1.23
HSEHostCI8E0 Clee0_003 192.168.1.155
HSEHostCISE0 Cles0_00z2 192.168.1.153 192.168.1.154
HSEHostCISE0 Clas0_0m 192.168.1.151
ABB LDBOOHSE LD_003 192168.1.55
ABE LDBOOHSE LD_0oo02 192168.1.53
ABBE LDBOOHSE LD_001 192168.1.51 192168.1.52
Ok I Cancel
4

Figure 7. Network Configuration Dialog of Fieldbus Builder FF

Configuration in Control Builder

The communication between the FOUNDATION Fi
AC 800M controller is handled by the CI860 FF HS

eldbus HSE network and the
E communication interface

module. This section describes how to configure this CI860 module in Control
Builder. It is assumed that a project with Control Builder Professional was created

and that a controller was added to the project.
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Hardware Library

Hardware libraries are used to configure hardware types. For detailed informations
about the handling of hardware libraries, refer to System 800xA Control AC 800M
Configuration (3BSE035980%) manual.

Insert CI860

To insert a new CI860 proceed as described.

1. Right-click on the controller you want to insert the CI860 and select I nsert
Unit. The Insert Unit dialog pops up.

€ Insert Unit
=&l Connected Libraries | -~ Properties
. =B CIBG0FFHSEHWLb2.0-3. Desaription:
C rcé’;';;‘; fymes CI860: Communication Interface FOUNDATION Fieldbus-HSE

&2 Libraries in Project s | 2 v_1|

Enable redundant mode

Position: !_ v]

Selected item in Project Explorer

MName: AC B00M
Position: A

[ Insert H Close ” Help

Figure 8. Dialog for inserting CIS60

2. Expand the library for CI860 under Connected Libraries and select the CI860
hardware type.

3. Select a position for the hardware unit in the dialog box displayed. The first
available position is chosen by default. If another position is desired, click the
list box to display available positions and select the desired one.
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4. If the module shall be set redundant check Enable redundant mode. This
releases the dialog box for the position of the backup unit. Select a position for
the backup unit.

5. Click Insert button to apply the current changes.
6. Click Closeto close the dialog or proceed inserting further units.

7. The hardware unit is now included in the tree. The icon shown in the tree
depends on if redundancy is configured or not. For a redundant configured unit
the position for the backup module is presented within parenthesis.

=] Controllers
-, Controller _1(192.17.0.24)
® Connected Applications
= [E| Connected Libraries
B BasicHwLb 5.0-0
[El c1ssoFFHSEHWLb 1.0-31
ardware AC 800M
- =IER ouQ) Pmass /Tra30
Og 203 cIee0
Oy 3(w) cseo
&  CISE0
7 CIse0
g 11(4) CIse0
Oy 12(s) cseo
i £ Tasks
: "~ Access Variables
i#-[fl, Controller_2 (192.17.0.23)

Figure 9. Redundant CI860 in Hardware Tree

Add Redundancy for CI860

If the CI860 is already configured and running in single mode you can add
redundancy.

1. Right-click on the unit you want to add the redundancy and select
Redundancy > Add Redundant Unit.
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2. Select a position for the backup unit in the dialog box displayed. The first
available position is chosen by default. If another position is desired, click the
list box to display available positions and select the desired one.

¥& Choose Position for backup §|

Figure 10. CEX-Bus Position for backup CIS60

3. The icon changes to the redundancy icon and the text is updated with backup
position within parenthesis (see Figure 7 on page 47).

E The inserted backup unit is called unit B. Unit B is fixed related to the configured
position. Unit B starts as backup but acts as primary after failover.

Delete Redundancy for CI860

If the CI860 is already configured and running in redundant mode you can delete
redundancy.

1. Right-click on the CI860 you want to delete redundancy for and select
Redundancy > Delete Backup.

2. The icon changes to the single icon and the position for the backup is deleted in
the text.

In the offline mode of Control Builder unit B is always presented as the backup
E unit independent of the current state. Therefore always unit B will be deleted as

backup. If you download and go online a failover may be performed by CI860 if

unit B acts as primary. Unit A gets primary and afterwards unit B will get deleted.
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Configure CI860

Open the HW editor via double-click on the hardware unit or choose Editor from the
CI860 context menu. The HW editor contains the following tabs: Connections,
Status and Unit Status.

Connections Tab

The Protocol Info column on the Connections tab displays the CI860 HSE
configuration requested from Fieldbus Builder FF. It displays the names of the FF
signals being mapped to CI860 channels. For further information on the
Connections tab, refer to FF Signal Mapping on page 62.

Status and Unit Status Tabs

For information on the Status and Unit Status tabs, refer to Control Builder online
help and to Online Data on page 92.

E Presence of CI860 with same IP Address as that of configured CI860 may fail to
establish Client/Server Communication. Ensure that unused CI860 is having valid
and Unique IP before plugging it for use.

Plant Explorer Integration

The configuration of the FOUNDATION Fieldbus HSE Communication Interface
Module CI860 is done in the two aspect systems Fieldbus Builder FF and Control
Builder. These two parts are connected so that configuration informations can be
transferred from the Fieldbus Builder FF to Control Builder. This connection
between Fieldbus Builder FF and Control Builder is configured from the Plant
Explorer Workplace and will be described in this section.

A Control Structure with a Control Network and a single HSE subnet is shown in
Figure 11. In case that multiple HSE subnets are configured, each HSE subnet is
represented by a separate subnet structure in the Control Structure.
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Section 3 Configuration

=1l Root, Domain
EI-E:Q Control Metwark, Control Metwork
EE Project1, Control Project
E||§ Applications, Application Group
= E! Application_1, Control Application
@ Control Modules, Contral Madule Group
i ﬁ Programs, Program Group
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“§7 Access Variables, Access Yariables
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= Q Last And Found

same aspect object

Figure 11. Control Structure with Control Network and HSE subnet

The HSE Host CI860 object represents the HSE device in the CI860 module. It can
be found twice: in the HSE Subnet and in the Control Network below the CI860
Interface Module. This object is used to connect the two configurations from

Fieldbus Builder FF and Control Builder.

Connect CI860 to the HSE Subnet

To establish the connection to the CI860 it is necessary to insert a reference of the
HSE Host CI860 object below the CI860 module in the Plant Explorer Control
Structure. This object will not be visible in Control Builder. To create a reference do

the following:
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1. Navigate to the HSE Host CI860 object in the HSE Subnet of the Control
Structure.

2. Select the HSE Host CI860 object.

3. Insert the object by moving it to the CI860 object in the control project. During
the action hold the CTRL+SHIFT keys.

4. Drop the HSE Host CI860 object onto the CI860 object (see Figure 12).
E Only one HSE Host CI860 object can be placed below each CI860 object.

5. Repeat steps 1 to 4 for all HSE Host CI860 objects.

It is important to place a reference of the HSE Host CI860 object and no copy

Q below the CI860 in order to establish the connection. To check that a reference is
created verify that the HSE Host CI860 object has two Control Structure aspects.
This indicates that the same object is visible twice in the Control Structure.
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Figure 12. Create Reference of the HSE Host CI860 Object

Alternatively do the following:
1. Select the CI860 object in the Control Network.

2. Select Insert object from the context menu.
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3. Select the HSE Host CI860 object from HSE Subnet in the Control Structure
(see Figure 13).

Insert Object 3]

| E Contral Structure ﬂ

E--@ Root, Damain

E‘ Control Metwork, Control Metwork
E| £ HSESubnetBCAL, HSE Subnet

. @-&0 FF_HSE_D_001, ABE LDGOOHSE
R TE) FF HSE H 001, HSE Host CIS60
@ Lost And Found

Insert I Close | Help

Figure 13. Insert HSE Host CI860 Object

4. Click Insert. The HSE Host CI860 object is inserted below the CI860 object.
E Refer Connect CI860 to the HSE Subnet on page 51.

5. Repeat steps 1 to 5 for all CI860 objects.
Click Close to close the window.

Now a reference of the HSE Host CI860 object has been inserted below the CI860
object (see Figure 11). Selecting the HSE Host CI860 object shows that it now has
two Control Structure aspects as it is placed twice in the Control Structure.

Change CI860 connectivity to HSE Subnet

Changing the connection between a CI860 module and an HSE subnet requires
special attention as the IP address of the CI860 module is part of the HSE subnet
configuration and therefore set in Fieldbus Builder FF.
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To change the reference between HSE Host CI860 and CI860 module to another
module at the same or different AC 800M controller simply move the HSE Host
CI860 object to the other CI860 module in the Plant Explorer Workplace Control
Structure. Thereby the CI860 module to which the HSE Host CI860 object is
connected gets the appropriate CI860 configuration. This CI860 module gets the
same IP address assigned as the previous CI860 module.

This will cause an address conflict on the HSE subnet after the controller(s) have
been loaded, reset, so that the IP address change on the CI860 becomes effective and
loaded again. A CI860 module that has no connection to an HSE subnet will be
loaded from Control Builder with a null configuration. The CI860 module will keep
the previous IP address that is now also use by the second CI860 module.

To avoid IP address conflicts on the HSE subnets ensure that each CI860 module
in the Plant Explorer Workplace Control Structure is connected to an HSE subnet
containing a unique IP address for this CI860 module.
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Application Programming

Control application can be distributed in AC 800M controller and Foundation
Fieldbus devices. The FF applications running in the Foundation Fieldbus devices
are configured with Fieldbus Builder FF, the IEC 61131 applications running in the
AC 800M controller with the Control Builder. In the IEC 61131 applications
running in the AC 800M controller, FF Signals which are communicated by the
communication types Publisher/Subscriber and Client/Server can be accessed. The
exchange is handled by the FOUNDATION Fieldbus HSE Communication
Interface Module CI860

This section describes the necessary configurations in both aspects system (Fieldbus
Builder FF and Control Builder) to access FF signals for applications programming
in Control Builder. For the applications programming of the different
communication types, refer to Application Programming for Publisher/Subscriber
Communication on page 61 and Application Programming for Client/Server
Communication on page 77.

Configuration within Fieldbus Builder FF

Assign Signals to CI860

FF signals which should be accessed in an AC 800M controller have to be assigned
to a HSE Host CI860 object which is referenced to a specific CIS60 module of the
associated controller. For further informations concerning the connection between
HSE Host CI860 object and the CI860 module, refer to Connect CI860 to the HSE
Subnet on page 50. How to assign the FF signals to a HSE Host CI860 object is
described below.
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Signal Properties Dialog

Figure 14 shows the Fieldbus Builder FF Signal Properties Dialog of a
FOUNDATION Fieldbus signal. This dialog gives informations about all
characteristics of the FF signal and allows the configuration of them.

In the bottom of the dialog the usage of the signal is displayed. This includes the
connections to Foundation Fieldbus function blocks and the assignment to CI860
Hosts. By enabling the check mark next to a CI860 Host the signal is assigned to
one channel of the host. The channel type and the channel number depends on the
data type and the free channels of the CI860 Host. They are given automatically. If
the Host is the source of a signal the cycle time can be defined by the user, default
value is 1000ms. Else the cycle time will be defined by the schedule configured in
Fieldbus Builder FF.

5
Signal name: 55 PI1135 P
Dezcription: I
Type: IF'ub.-"Sub vl Unit: Iz
Data type: IAnaIDg vl Scale start: ID_D #
Uszage: I""‘“m vl Scale end: |1DD.D #
Group: |1 0000000
Usged by
I Host/FE I Fir I D ata type I Source I Cycle time I 1/0 Description
Clas0_no3 I'wé. 3072 Analog Mo 1000
O Clas0_noz2
O Clae0n_nm
BB_PI1133_al1 out Analog es 1000
4| | ol
i i Cancel | Apply |

4

Figure 14. Signal Properties Dialog of a FOUNDATION Fieldbus signal
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To open the Signal Properties Dialog:

1. Open the context menu by a right click on a signal in the Signal List or by a
right click on a signal in the FF Application Editor.

2. Select Properties...

For further informations about the Signal Properties Dialog and Signal List (see next
chapter), refer to Device Management FOUNDATION Fieldbus, Configuration
(3BDDO012902*) manual.

FF Signal List.

The Fieldbus Builder FF signal list contains all the signals used in the HSE Subnet
(Figure 15). The bottom section of this dialog is the same as from the Signal
Properties Dialog. It gives informations which CI860 hosts and function blocks are
using the selected signal. Also the configuration of the usage can be configured here
like in the Signal Properties Dialog (see Signal Properties Dialog on page 56), even
with multiple selected signals.

To call up the Signal List, select Tools> Signal list

Alternatively the signal list can be called up by a menu button.
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x
Signal list | Cross references I
I ame Scale start Scale end
EE FI1133 P Pub/Sub Analog | Auto ] 10000000 100.0
EE_PI1134_P Pub/Sub Analog Auto 10000000 20.0 £0.0
BE_PI1134 P_TM Client/Server  Generic Auto 1]
EE_TI1132_PV Pub/Sub Analog Auto a ‘C 200.0
EB_TI1132_T1 Pub/Sub Analog Auto a ‘C 200.0
BE_TI1132_T2 Pub/Sub Analog Auto a ‘C 200.0
EB_TI1136_T1 Pub/Sub Analog Auto 10000000 ‘C 0o 100.0
EB_TI1136_T2 Pub/Sub Analog Auto 10000000 ‘C 0o 100.0
EE_VIC1135_BCO Pub/Sub Analog Auto 10000000
BE_VIC1135_Cal Pub/Sub Analog Auto 10001001
TARGET Client/Server | Generic Auto 1]
TH234_T1 Pub/Sub Analog Auto 10000000 ‘C 0o 100.0
TI1334_T1 Pub/Sub Analog Auto 10000000 ‘C 0.0 100.0 A
1| | 3
 Filter
¥ Clert/Server [ Unuged M ame: Ix
¥ Pub/Sub [T Corilicts Group: I
Uszed by
| Host/FE | Fir | [1ata type | Source | Cycle time | 140 Description |
Cl360_003 I'wf. 3072 Analog Mo 1000
O Cl360_oo2
O Cl260_001
BE_FI1133_al out Analog ez 1000
Caticel |
4

Figure 15. Structure of the Signal List

Check and Save Configuration

Control Builder gets the CI860 configuration for example the CI860 HSE
configuration and the IP address(es) from Fieldbus Builder FF. The Control Builder
fetches the CI860 HSE configuration from the last plausible/checked and saved
Fieldbus Builder FF configuration. The CI860 Protocol Info column (see Figure 18)
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Section 3 Configuration Configuration within Control Builder

is updated once the CI860 hardware editor is opened in Control Builder. An already
opened hardware editor has to be re-opened for data refreshing. For further
informations refer to FF Signal Mapping on page 62

Configuration within Control Builder

This sections describes how to add the FF HSE Communication Library which
provides control modules and function blocks for a convenient handling of the
FOUNDATION Fieldbus data in Control Builder.

The communication types Publisher/Subscriber and Client/Server demand different
handling to access FOUNDATION Fieldbus data. For the application programming
of these communication types with the mentioned control modules and function
blocks, refer to Application Programming for Publisher/Subscriber Communication
on page 61 and Application Programming for Client/Server Communication on
page 77.

FF HSE Communication Library

This library needs to be added to your Control Builder project. Once the library has
been added to your project you can connect it to those applications in which you
want to use the control modules and function blocks contained in the library. To add
the FFHSECommL.ib to your project do the following:

1. Select your control project in the Plant Explorer workplace.
2. Select the Project aspect.

3. Switch to the Libraries tab.

4. Click Insert to add a library.
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Section 3 Configuration

5. Select the FFHSECommLib (see Figure 16).

Select a Library

R
23

=1+ Dbiject Types

3-1d party OFC zerver support, Object Type Group

[:| ABE Swystem, Object Type Group

Cortrol Systern, Object Type Group

EE AL 800k /C Connect, Control Type Group

Application-defined Types, Application Ty
5 Caontrol Types, Contral Types Group
Caortroller Hardware, Hardware Type Grou
: Cartrollers, Controller Type Group

E| E Libraries, Library Group

; Jm AlarmE ventLib 1.040, Library Yersion
Jm B azicLib 1.040, Library Yergion

Jm B atchlib 1.0/0, Library Wersion

Jm CommunicationLib 1.0/0, Librany Yersi
Jm ControltdvancedLib 1.040, Library Ve
Jm ControlB azicLib 1.0/0, Library Yersion
% ControlE xtendedLib 1.040, Library Ver:
% ControlFuzzyLib 1.0/0, Library Yergion
% ControlSimpleLib 1.0/0, Librany Wersior
% ControlStandardLib 1.0/0, Library Yers
% ControlS upportLib 1.0/40, Library YWersic
=Pl FFHSE Commlib 1.0/0, Libra
% FireGasLib 1.040, Librany Version
2] % GroupStartLib 1.0/0, Library Yersion

£ 44 mn .

£y

ok | Cancel

Figure 16. Select Library

6. Click OK.

7. The FFHSECommLib now appears in the list of libraries available in your
project (see Figure 17).
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Corttrol Builder Infa  Libraries |Ab0ut |

ControlB asicLib 1.0/0
ControlSupportLib 1.0/0
ControlStandardLib 1.040
AlarmE ventLib 1.040
FFHSECommLib 1.0/0

Remove

BasicLib 1.0/0 —
leonLib 1.040 nger I

Cance] | Apply | Help

Figure 17. List of Libraries added to the Control Builder Project

Now that the library has been added to your project the library must be connected to
your applications.

1.
2.

4.

Select your application in Control Builder.

Click Connected Libraries in the tree and choose Connect library from the
context menu.

The pull down list displays those libraries that were added to the project but up
to know not connected to this application. Select the FFHSECommLib.

Click OK.

The control modules and function blocks in the FFHSECommlLib are now available.

Application Programming for Publisher/Subscriber
Communication

This section describes the configuration to access and handle FOUNDATION
Fieldbus signals which are communicated by Publisher/Subscriber communication
in Control Builder applications.

For information on application programming that is not specific to FOUNDATION
Fieldbus, refer to the Control Builder documentation.
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FF Signal Mapping

FOUNDATION Fieldbus Publisher/Subscriber signals previously specified within
Fieldbus Builder FF to be connected to a dedicated CI860 have to be assigned to AC
800M controller application variables. To make connections between variables and
I/O channels or other hardware channels (for example statistic channels) open, as
usually done for any other AC 800M I/O module, the Hardware Configuration
Editor of the CI860 module and select the Connections tab (see Figure 18). All /O
access is carried out through a variable connected to an I/O channel.

Because of the large number of channels in the CI860, it is possible to hide

Q unconnected channels. If Hide Unused Channelsis selected from the View
menu, channels not connected on the IEC61131 side or on the FOUNDATION
Fieldbus side are hidden on the Connections Tab.

If the CI860 HSE Host object is not plausible/checked in Fieldbus Builder FF or
@ no HSE Host CI860 object is connected to the CI860 the hardware editor will
show <NOT FOUND:> in Protocol Info column. The specific reason is available
in the message pane of Control Builder and in the session.log at download.
Performing download in this case might delete a running configuration in CI860.
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FF Signal Mapping

Editor Edit View Insert Tools Window Help
: o8 i i y o =] A
dHSg® 90k -0 B8 & 3 8ot 84 1 Titdl i
Channel MName Type "Variable Protocol Info YO Description [
Wii07e - [FFReal Bubstribe £ Resllo’  |Application 1. DSAH Out DEA O
M1.3077  |FF Real Subscribe & Reallo \Application_1,D7A11Out D7 A Out
{13079 |FF Real Subscribe 7 Reall0 Application_1.D14ADBKOD D14ADBKO
II‘M 3080  |FF Real Subscribe 8 Reall0 \Application_1.010BKO D10BKO
|IW‘I 3081 |FF Real Subscribe 9 Reall0 \Application_1,014A000UT D144000UT
[fw1.3082  |FF Real Subscribe 10 Reall0 Application_1,D3AIOut DEANOut
[W1.3083  [FF Real Subscribe 11 Reall0 Application_1,D6A1 Qut DEANOW |
IK1.409 PP Discrete Subscribe0  1Boull0_ Application 1.09AI0UTDB  |D9AIOUTD. |
MF.4097  FF Discrete Subscribe 0 Dwordl0  Application_1.09AI0UTD_D DIAIOUTD
|IW1 B500  |Mo of HSE publisher Dirtl0 Application_1.Cl1_HSEPub Extended
slatus
|IW“I BS01  |Mo of HSE subscriber Dirtl0 Application_1.CI1_HSESub Extended
status
|IW1 B502  |CPU load DintlO \Application_1.CI1_CPULoad Extended
| status
|IW“I 503 |Mo of send failed Dirtl0 Application_1.CI1_SendFail Extended
| slatus
M1 ESD4  [No of exp. stall count CintlO Application_1.CI1_ExpStall Extended
slatus
|IW1 B505  |Awerage FF lnad Dintl0 Application_1.CI1_AvFFLoad Extended
status
|IW“I BS06  |UDP received wio processing  DintlO Application_1.Cl1_UDPwoProc  [Extended
| slatus
|IW“I B507  |Reserved 2 Dintl0 Application_1.Cl1_Res2 Extended
| slatus
|IW1 B508  |Reserved 3 Dirtl0 Application_1.Cl1_Res3 Extended
slatus
|IW“I BS09 Mo CH/Swv requests Dirtl0 Application_1.CI1_CSReq Extended
status
M1 6510 |No C/Srv reads DintlO \Application_1.Cl1_CSRead Extended
| status
W1.B511  |No CH/Srv writes Dirtl0 Application_1.Cl1_CSWrite Extended
| slatus
MV1EST2  [No CI/Srv reads failed Dirtl0 Application_1.Cl1_CSReadFail  [Extended
slatus
|IW1 B513  |No CH/Siv writes failed Dintl0 Application_1.CI1_CSWriteFail  |Extended
status
|IW“I 514 |MNo CIt/Srv connects Dintl0 Application_1.Cl1_CSConnects  [Extended
| slatus
|IW“I B515  |No C/Siv connects failed Dintl0 Application_1.C11_CSConnFail  [Extended
| slatus
|IW1 B51E  |No CH/Swiv connection aborts  DintlD ‘Application_1.Cl1_CSAborts Extended
slatus
M1 ESTT  [Reserved Dirtl0 Application_1.CI1_Res! Extended
status @
M1.B518  |UnitStatus HwStatus  Application_1.Cl_UnitStatus %
« » "\ Connections /_Stalus j_Unit Stalus_/ |EH ™ 2
Row1, Col3

Figure 18. CI860 Connections Tab (Hide Unused Channels applied)
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Connections can only be edited in Offline mode. The CI860 channels are listed with
Channel, Name, Type, Variable, Protocol Info and I/O Description (see Table 18).

Table 18. Connections Editor, Columns Description

Column Description

Channel The address of each channel is given as the complete search path, which
consists of the hardware address and the I/O address following one of these
prefixes:

IX = in Booleans

QX = out Booleans

IW = in non-Booleans
QW = out non-Booleans
Examples:

QW1.7, where QW represents a non-Boolean output, 1 represents the hardware
address and 7 represents the I/O channel.

QX1.1024, where QX represents a Boolean output of type BoollO, 1 represents
the hardware address and .1024 represents the 1/0 channel.

QW1.1025, where QW represents a Boolean output of type DwordIO, 1
represents the hardware address and .1025 represents the 1/0 channel.

QX1.1024 and QW1.1025 are referenced as QX.1024/1025 in the Fieldbus
Builder FF because it represents only one signal, which can be connected to two
different data types in Control Builder.

For all channels the hardware address is ignored in Fieldbus Builder FF.

For limitations regarding the overall use of channels, refer to Dimensioning
Guidelines on page 33

Name The name of the channel.

Type Data type of the channel. This type corresponds to the system data type of the
variable to which the channel is connected.
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Table 18. Connections Editor, Columns Description (Continued)

Column Description
Variable Variable to connect to the channel. To enter a variable correctly, use the following
syntax:

POU name.variable

You can omit the POU name if the variable is global and located in the outermost
level, otherwise enter the complete POU path.

You can also connect the variables to the I/O channels by selecting a variable cell
and clicking Ctrl+J. Another option is to click the Insert path button in the toolbar.
This gives you access to the application program in the Project Explorer tree,
where you can find the desired declared variable using the arrow keys or the
cursor. Double-click the variable and it will be connected.

Protocol Info Signal source information out of FF. The Protocol Info column shows the FF
signal name mapped to the CI860 I/O channel inside the Fieldbus Builder FF
configuration part.

I/0 Description | Text that describes the current channel. A white background indicates that you
can change the values in the Variable and the I/O Description columns.

The channels address of a I/O channel contains the CEX Bus slot number. In

ﬂ Fieldbus Builder FF this number is not visible. For example the channel address
QW1.7, where QW represents a non-Boolean output, 1 represents the hardware
address and .7 represents the I/O channel. In Fieldbus Builder FF this channel is
referenced as QW.7

A grey background indicates that you cannot change the values in the Channel,
Name, Type and the Protocol Info columns.

If something is changed, and the next or previous unit is opened, or if the window is
closed, a dialog box is displayed asking whether or not the changes are to be
applied. You can also apply changes using the Save button in the toolbar, or Save in
the Editor menu.
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I/0O Channels

The I/O channels are used to map variables to CI860 channels. Analog channels are
mapped to the ReallO data type whereas discrete channels can be mapped to either
the BoollO or the DwordIO data type. For detailed information refer Data Types on
page 22. The number of CI860 channels to which variables can be mapped depends
to the data type. Refer to Dimensioning Guidelines on page 33.

Statistic Channels

Next to the I/O channels, there are a number of statistic channels that supply specific
diagnostic data on Publisher/Subscriber communication in online mode. Refer to
CI860 Statistic Channel on page 88.

FF Signal Status Handling

For proper handling of FF signals it is necessary to handle the FF status information
in Control Builder applications. This especially applies to an instance which IEC
61131 variables are to be written to FF signals. Dedicated FF control modules and
function blocks offer convenient handling of this status information (see FF Specific
Control Modules and Function Blocks on page 67).

For detailed information to the FF Status refer to FF Status Handling on page 22 and
Overview FF Signal Status on page 25.
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FF Specific Control Modules and Function Blocks

This section describes the FOUNDATION Fieldbus specific control modules and
function blocks for analog and discrete FF signals.

For analog FF signals two FOUNDATION Fieldbus specific control modules are
available. They are used in applications where FOUNDATION Fieldbus signals
works in control loops with standard control modules, e.g. PID, and act as a
connection point between the FOUNDATION Fieldbus world and the IEC 61131
world. They provide conversion between FOUNDATION Fieldbus data types and
ControlConnection data type, used in the control modules.

For discrete FF signals four FOUNDATION Fieldbus specific function blocks are
available. They handle the conversion between FOUNDATION Fieldbus signals and
IEC 61131 signals.

Analog Signal Handling.

For the usage of analog FF Process signals in Control Builder applications the IO
channels of the CI860 module has to be mapped to variables defined in Control
Builder. This can be done with variables from the data type ReallO or the Control
Connection type FFRealConnection which can handle two ReallO signals (forward
and backward signal).

Control Connections are used for control loops in which forward and backward
signals are handled. They act as a connection between control modules. Figure 19
shows the data type structure of a Control Connection from the data type
FFRealConnection. The forward and the optional backward signal are mapped to
separate I/O Channels of the CI860. For simple loops in which no backward signal
is needed it is also possible to use directly a variable from the data type ReallO. The
structure of this data type is similar to the forward signal of the Control Connection
data type (see Figure 19).
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‘ [FFRealConnaction] ‘

4‘ Forward [Reall0] |

< Value [real]

— IOWalie[real]

< Forced [bool]

I Status [dword]

—‘ Parameters [SignalPar] ‘

L Max [real]

in [real]

- Inwerted [bool]

I Fraction [dmt]

L Unit [string]

4‘ Badoward [ReallO]

Figure 19. FFRealConnection Data Type Structure
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FF Specific Control Modules and Function Blocks

For a convenient handling of analog FF Signals in control loops two
FOUNDATION Fieldbus specific control modules exist. These control modules are

AnalogInFFToCC and AnalogOutCCToFF.

Table 19. Library Objects for FOUNDATION Fieldbus HSE P/S Communication,
Analog Handling

Object Name

Object Type

Description

AnalogInFFToCC

Control module type

Used for collecting data from an
analog Foundation Fieldbus function
block.

Cascade Mode is supported, e.g. the
In.Forward is connected to the OUT of
the FOUNDATION Fieldbus function
block and In.Backward is connected to
BKCAL_IN of the FOUNDATION
Fieldbus function block.

AnalogOutCCToFF

Control module type

Used for deliver data to an analog
FOUNDATION Fieldbus function
block.

Cascade Mode is supported, e.g. the
Out.Forward is connected to the
CAS_IN of the FOUNDATION
Fieldbus function block and
Out.Backward is connected to
BKCAL_OUT of the FOUNDATION
Fieldbus function block.

AnaloglnFFToCC

The AnalogInFFToCC control module reads the FF Signal (via a CI860 I/O
channel) and converts it to a ControlConnection data type, which can be used e.g. as
PV input to a PID Control Module (see example shown in Figure 21)

The FOUNDATION Fieldbus signal is connected to the In parameter of the
AnalogInFFToCC control module. This In parameter has the data type
FFRealConnection which is divided into a forward and a backward part as shown in

3BDD012903-600 A

69



FF Specific Control Modules and Function Blocks Section 3 Configuration

Figure 19. To connect the FF Signal to the AnalogInFFToCC control module do the
following steps:

1. Declare a variable of FFRealConnection type and connect it to the In input
parameter of the AnalogInFFToCC control module (see Figure 20).

2. Connect the Forward component of the declared variable to an input I/O
channel of ReallO type in the Hardware Configuration Editor of the CI860 (see
Figure 18).

3. Connect the optional Backward component of the declared variable to an
output I/O channel of ReallO type in the Hardware Configuration Editor of the
CI860 (see Figure 18).

@ Connections - AnaloginFEToCC1 FEHSECommLib. AnaloginFFToCC

Editor  Edit  Yiew Insert Tools ‘Window Help
HEEe Sk o B HE AR D o
Mame Data Type Initial “alue |Parameter  |Direction |Description
1 |Mame string[30] AIFFCC in_out  |IN The name of the module
2 |Description string[40] Input’ in_out  [IN Description in control window
3|ln FFRealConnection FFConn1 in_out  |IN Connect to 10
4 |Out ContralConnection PidCC1.5p  jin_out  |OUT NODE <== Output
Ml |RedincDecLim  |real 10 in_out |IN Rate of change during the linear phase of switchover
IIB LevelsConnection LevelsConnection |Default in_out  [IN presentation of alarm limits.
II? InteractionPar  |[AnaloglnFFCCPar (Default in_out  |IN interaction values
||8 DisplayBars bool false in_out  (IN Shows bargraphs at first click
[ Parameters I
Row 1, Col 4

Figure 20. AnalogIinFFToCC Connections Editor

The In parameter is converted to an OUT parameter of the ControlConnection data
type. The Value and Status components of the FF signal are copied to the
Forward.Value and Forward.Status component of the Out parameter. FF status
information is mapped in such a way that it fits the OPC status used in the
ControlConnection signal. Scaling information for the Range will be updated from
the Min, Max, and Unit components of the IN parameter.

AnalogOutCCToFF

The AnalogOutCCToFF control module writes the Value and Status components of
the IN parameter, which is in the example below a copy of the OUT parameter of a
PID master in the controller. The data is transferred to a PID slave function block in

70 3BDD012903-600 A



Section 3 Configuration FF Specific Control Modules and Function Blocks

a FOUNDATION Fieldbus device (working as a cascade loop, PID.Cas_IN
parameter of the PID function block). The PID slave function block uses the
transferred value as an external set point value.

‘ Control modules executing ‘
Function block 1 in an AC 800M controller . Function block

executing in a executing in a
F QUNDATI_ON | A PID controller : FQUNDATI_ON
Fieldbus device. control module Fieldbus device.

AnalogInFFToCC *

AnalogOutCCToFF

FF Al FB

FF PID FB W

FFRealConnection data type  ControlConnection data type ~ FFRealConnection data type
(2xReallO). Only one (2xReallO)
component used.

* can be omitted by using the CI860 channel directly
(ReallO) since no backward signal is used

Figure 21. Example of Typical Usage of FOUNDATION Fieldbus Analog Control
Modules

The OUT parameter of the AnalogOutCCToFF control module is of the type
FFRealConnection (see Figure 19). To perform a connection to an output I/O
channel of the CI860 do the following steps:

1. Declare a variable of the FFRealConnection type and connect it to the Out
parameter of the AnalogOutCCToFF control module (see Figure 22).
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2. Connect the Forward component of the declared variable to an output /O
channel of ReallO type in the Hardware Configuration Editor of the CI860 (see
Figure 18).

3. Connect the optional Backward component of the declared variable to an input
I/0 channel of ReallO type in the Hardware Configuration Editor of the CI860
(see Figure 18).

& Connections - AnalogOutCCToFF1 FFHSECommLib. AnalogOuiCCToFF

Editor Edit W¥iew Insert Tools Window Help
BEEdz &0 B RAE &9 e e
Mame Data Type Initial “alue |Parameter Direction |[Description
1 |Mame string[30] 'CCFFAQ in_out  [IN The name of the module
2 |Description string[40] ‘Output’ in_out  [IN Description in contral wind ow
3 |In ControlConnection PidCC1.0ut  |in_out  |[IN NODE === Input
4 |Out FFRealConnection FFConn2 in_out  [OUT 10 value.
5 |RedincDeclim real 1o in_out  [IN Rate of change during the linear phase of switchover
G |LevelsConnection |LevelGConnection Default in_out [IN Presentation of alarm limits.
7 |InteractionPar AnalogOutCCFFPar |Default in_out  [IN Interaction values
8 |DisplayBars bool false in_out  |IN Shows bargraphs at first click
Parameters I
Row 1, Col 4

Figure 22. AnalogOutCCToFF Connections Editor

The Value and Status components of the FF signal are copied to the Forward. Value
and Forward.Status component of the Out parameter. Status information will be
copied to the OUT parameter. Scaling information for the Range will be updated
from the Min, Max, and Unit components of the OUT parameter.
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Discrete Signal Handling.

There are four FOUNDATION Fieldbus specific function blocks for discrete signals
which handle conversion between FF signals and IEC 61131 signals. The function
blocks are used with a user written application.

Table 20. Library Objects for FOUNDATION Fieldbus HSE P/S Communication, Digital Handling

Name

Object type

Description

FFToBoollOIn

Function block type

Used for collecting data from a discrete FOUNDATION
Fieldbus function block.

The FOUNDATION Fieldbus boolean structure (DS66) is
mapped to a bool, false(0) or true(1).

BoollOToFFOut

Function block type

Used to deliver data to a discrete FOUNDATION Fieldbus
function block.

The FOUNDATION Fieldbus boolean structure (DS66) is
mapped to a bool, false(0) or true(1).

Cascade Mode is supported, e.g. the Out.Forward is
connected to the CAS_IN_D of the FOUNDATION Fieldbus
function block and Out.Backward is connected to
BKCAL_OUT_D of the FOUNDATION Fieldbus function block.

FFToDwordIOlIn

Function block type

Used for collecting data from a discrete FOUNDATION
Fieldbus function block.

The complete FOUNDATION Fieldbus boolean structure
(DS66) is supported, all 256 states - not only false (0) or true
(1). The boolean structure is mapped to the LSB of the value.

DwordIOToFFOut

Function block type

Used for deliver data to a discrete FOUNDATION Fieldbus
function block.

The complete FOUNDATION Fieldbus boolean structure
(DS66) is supported, all 256 states - not only false (0) or true
(1). The boolean structure is mapped to the LSB of the value.
Cascade Mode is supported, e.g. the Out.Forward is
connected to the DCAS_IN of the FOUNDATION Fieldbus
function block and Out.Backward is connected to
DBKCAL_OUT of the FOUNDATION Fieldbus function block.
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FFToBooll Oln

The FFToBoollOlIn function block reads the OUT parameter of a discrete
FOUNDATION Fieldbus input function block. The IN parameter of the
FFToBoolIOIn function block is of type FFBoolConnection. Figure 23 shows the

| [FFEoolConnection)

4‘ Forward [BoollO] ‘

]
IDValue [bool]

Walue [bool

Forced [bool]

Status [dword)

4‘ Backward [BoolIO] ‘

Walue [bool]

IOValue [bool]

Forced [bool]

Status [dword]

Figure 23. FFBoolConnection Data Type Structure

structure of the FFBoolConnection data type. The forward component of the
FFBoolConnection data type has to be mapped to a CI860 channel of BoollO type.
The Value and Status components of the FF signal are copied to the Value and Status
components of the Out parameter of type BoollO.

Booll OToFFOut

The BoollOToFFOut function block writes to the IN parameter of a discrete
FOUNDATION Fieldbus output function block. The OUT parameter of the
BoollOToFFOut function block is of type FFBoolConnection. Figure 23 shows the
structure of the FFBoolConnection data type. The forward and backward
components of the FFBoolConnection data type have to be mapped to a CI860
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channel of BoollO type. The Value and Status components of the FF signal are
copied from the Value and Status component of the IN parameter of type BoollO.

FFToDwordl Oln

The FFToDwordIOIn function block reads the OUT parameter of a discrete
FOUNDATION Fieldbus input function block. The IN parameter of the
FFToDwordIOIn function block is of type FFDWordConnection. Figure 24 shows

| [FFDWordConnection] |

—| Forward [DWordI O]

Vaue [DWord]
Iovalue [DWord] |

Forced [bool]

Status [dword]

—| Backward [DWordI O] |

Vaue [DWord]

10Vaue [DWord]

Forced [bool]

Status [dword]

Figure 24. FFDWordConnection Data Type Structure

the structure of the FFDWordConnection data type. The forward component of the
FFDWordConnection data type has to be mapped to a CI860 channel of DwordIO
type. The Value and Status components of the FF signal are copied to the Value and
Status component of the Out parameter of type DwordIO.

Dwordl OToFFOut

The DwordlOToFFOut function block writes to the IN parameter of a discrete
FOUNDATION Fieldbus output function block. The OUT parameter of the
DwordlOToFFOut function block is of type FFDWordConnection. Figure 24 shows
the structure of the FFDWordConnection data type. The forward and backward
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components of the FFDWordConnection data type have to be mapped to a CI860
channel of DwordIO type. The Value and Status components of the FF signal are
copied from the Value and Status component of the IN parameter of type DwordIO.

Function blocks executing in

Functi9n b}ock an AC 800M controller | Functipn b}ock
executingimna . ¢+ executingina
FOUNDATION Motor Block BoollOToEFOU t FOUNDATION

FFToBoollOIn *

Fieldbus device. Fieldbus device.

BoollO BoollO
FF DI FB — > P FF DO FB
> FB ouT
L N
FFBoolConnection data type FFBoolConnection data type
(2xBoollO) (2xBoollO)

* can be omitted by using the CI860 channel directly
(BoollO) since no backward signal is used.

Figure 25. Example of Typical Usage of FOUNDATION Fieldbus Digital Function
Blocks
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Application Programming for Client/Server
Communication

This section describes the configuration to access and handle Client/Server signals
in Control Builder applications. The signals are assigned to FOUNDATION
Fieldbus block contained parameters from a H1 device and allow the access to them
from applications running in the AC 800M controller.

Client/Server communication in the CI860 is not automatically controller style

E communication with same high priority and quick failure recovery as
Publisher/Subscriber. It is an add-on functionality not designed for critical
applications.

To reach Client/Server signals in Control Builder a connection to the according H1
device has to be established. For this connection and to read and write the
Client/Server signals, the FFHSECommLib provides five function blocks which are
described in the following subsections. These function blocks are:

*  FFHSEConnect
*  FFHSERead

*  FFHSEReadCyc
*  FFHSEWrite

*  FFHSEWriteCyc

Client/Server signal mapping

Client/Server signals

Client/Server signals are configured and assigned to FF block parameters from
Fieldbus Builder FF. Apart from the FF signals which are communicated via the
Publisher/Subscriber communication, Client/Server signals are not visible in the
CI860 Hardware Configuration Editor from Control Builder. In Control Builder the
values of the Client/Server signals are read or written via the Client/Server specific
function blocks described in the next section.

The assignment of a Client/Server signal to a FF block parameter is done in the
Properties dialog of the FOUNDATION Fieldbus block out of Fieldbus Builder FF.
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In this Properties dialog select in the folder Advanced the Properties item. On the
right of the Properties dialog you will find now a column with the name C/S Signal
Name. For detailed information concerning the configuration of Client/Server
signals refer to Device Management FOUNDATION Fieldbus, Configuration
(3BDDO012902*) manual.

A Client/Server signal enables the read and/or write access to FF parameters. The
transmitted data is mapped to variables in Control Builder. Table 21 gives a
overview of the available data types, their elements and a description of the
according Fieldbus Builder FF types.

Table 21. Control Builder data types for Client/Server communication

Control Builder data type Control Builder data types Description of FBB FF type
elements

FFFloatDS8 Value (real) Float (4 octets)
Dummy (int) - not used

FFBIitStrLen8DS14 Value (word) Bit Enumerated (1 octet)
Dummy (int) - not used

FFBIitStrLen16DS14 Value (word) Bit Enumerated (2 octets)
Dummy (int) - not used

FFFloatStatusDS65 Status (dword) Enumerated (1 octet)
Value (real) Float (4 octets)

FFDiscreteStatusDS66 Status (dword) Enumerated (1 octet)
Value (uint) Enumerated (1 octet)

Statistic Channels

As for the Publisher/Subscriber communication, there are a number of statistic
channels that supply diagnostic data on the Client/Server communication in online
mode. Refer to CI860 Statistic Channel on page 88.
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Function blocks for Client/Server communication

Function blocks for Client/Server communication

A connection to a H1 device is established with the FFHSEConnect function block.
The connection will be available for communication function blocks (Read and
Write function blocks) via the Comm_Channel ID given by the FFHSEConnect
function block. These communication function blocks treats for the read and write
actions of the Client/Server signals the data types listed in Table 14. For further
informations to Client/Server data types refer to Data Types on page 32 and to

Client/Server signals on page 77.

Table 22 gives a overview and a short description of all Client/Server function
blocks supported by the FFHSECommlL.ib.

Table 22. Library Objects for FOUNDATION Fieldbus HSE C/S Communication

Object name

Object type

Description

FFHSEConnect

Function block type

Establishes a connection to a H1 device and
creates a Comm_Channel Id which represents
the communication channel. With this Id the
communication function blocks of type
Read/Write can access the FF parameter(s).

FFHSERead

Function block type

Read Foundation Fieldbus function block
parameter on request.

FFHSEReadCyc

Function block type

Read Foundation Fieldbus function block
parameter cyclically. The cycle time is
configurable.

FFHSEWrite

Function block type

Write Foundation Fieldbus function block
parameter on request.

FFHSEWriteCyc

Function block type

Write Foundation Fieldbus function block
parameter cyclically. The cycle time is
configurable.
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FFHSEConnect

To establish the connection to a H1 device the Device Tag of the device which was
defined in Fieldbus Builder FF and the local communication channel (CEX bus slot
number of the CI860 module) which should be used for the connection must be
known. These informations are given to the parameters Channel and Device Tag of
the FFHSEConnect function block. The parameter with the name Id must be
forwarded to the Read/Write function blocks which should communicate with the
H1 device. The FFHSEConnect function block has further parameters which allow
to control the execution of this function block and gives informations concerning the
communication. See Figure 26 and Table 23.

ﬂ Function block call - FFHSEConnect 1 FFHSECommLib.FFHSEConnect®

(=S o =)

Editor Edit View Insert Tools

Window  Help

WH 2 = 9 =) - = ° T8
Marne Data Type Initial “alue |Pararneter ttributes  |Direction |Descnp(inn =
1 En_C hoal ratain in Enables the execution while True
2 |Channel string[16] by _ref in he CEX bus slot number to be used for the connection
3 |DeviceTag string[32] by_ref in IThe tag name of the FF device as it is defined in FBB FF
4 Walid bool out True when the output values are valid
& |Error bool retain out Indicates an error with True during one scan. Status parameter <0
b Status dint 1 retain out Status code of last execution, operation successful 1, pending 0, errors < 0, warnings > 1
7 |LatchedStatus  [dint retain out The last non good status value is saved in here
6 |AddStatus dint retain out dditional status information coming from FF in case of failure
9 ld Cornm_Channel in_out QOUT (M) Cormrunication channel, has to be connected to a FB of the type ReadAlrite

< » % Parameters

]l « r

Row 2, Col 7

Figure 26. FFHSEConnect Parameter Dialog

Table 23. FFHSEConnect Parameters

Parameter Data type Direction Description
En_C bool in Enables the execution while
True
Channel string[16] in The CEX bus slot number to be
used for the connection.
DeviceTag string[32] in The tag name of the FF device
as it is defined in Fieldbus Builder FF
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Table 23. FFHSEConnect Parameters (Continued)

Parameter Data type Direction Description
Valid bool out True when the output values
are valid
Error bool out Indicates an error with True

during one scan. Status
parameter < 0

Status dint out Status code of last execution,
operation successful 1,
pending O, errors < 0, warnings > 1

LatchedStatus dint out The last non good status value
is saved in here

AddStatus dint out Additional status information
coming from FF in case of
failure

Id Comm_Channel |in_out OUT Communication channel,

has to be connected to the Read/Write
function blocks

Read function blocks: FFHSERead, FFHSEReadCyc

For reading FF parameters, two types of read function blocks are supported. The
first type is the FFHSERead function block which read a signal on a request.
Therefore a positive edge at the input parameter Req is needed. The second type is
the FFHSEReadCyc function block which read a signal cyclically with the time
configured at the input parameter CycleTime.

Both types of the Read function blocks reads FF parameter, which is referenced at
the input SignalName by the Client/Server signal. Only the name of the signal
which was defined in Fieldbus Builder FF has to be given here. The value of this
Client/Server Signal is given to the function block parameter Rd. The Control
Builder variable which is mapped to this parameter has to be one of the data types
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from Table 21 (depending on the Fieldbus Builder FF type to which the
Client/Server signal is assigned)

To reach the H1 device the Id parameter of the Read function block has to be
connected to the Id parameter from the FFHSEConnect function block. Also the rest
of the two Read function block parameters are nearly similar. See Figure 27,
Figure 28and Table 24.

Ioix
Editor Edit Yiew [nsert Tools Window Help
[eEz|gB|ox i bB(Mi&le o %
Mame Data Type Initial Yalue |Paramster Aftributes | Direction  Description ﬂ
1 |Reqg bool retain in Reqguests one operation on positive edge, True
2 |d Comm_Channel in_out IN (OUT) Communication channel, has to be connected to the Id- par. of the Connect- FB
3 |SignalName string[32] by_ref in The name of the FF client/server signal as it is defined in FBB FF, read after first invocation
4 |Ndr bool retain out True when New Data has been Received on each FB call after successful operation
5 |Error bool retain out Indicates an error with True. Status parameter < 0
6 |Status dint 1 retain out Status code of last execution, operation successful 1, pending 0, errors < 0, warnings > 1
7 |LatchedStatus  |dint retain out The last non good status value is saved in here
8 |AddStatus dint retain out Additional status information coming from FF in case of failure
9 Rd AnyType in_out QUT Read value of the variable "SignalMNarme" =
[4[+]\ Paramsters IS »
[Rowe 1, ol 4 Installer 7

Figure 27. FFHSERead Parameter Dialog

B Function block call - FFHSEReadCyc_2 FFHSECommLib.FFHSEReadCyc =00 ﬂ

Edtor Edlt Wisw Insert Tools Mindow Help

BB < 8R oo =B[8 K& ©|e o
MName Data Type Initial Value  |Parameter Attributes | Direction | Description il
1 |Enable bool retain in Enables the execution while True
2 |d Comrn_Channel in_out IM (OUT) Comrunication channel, has to be connected to the 1d- par. of the Connect- FB
3 |SignalName string[32] by_ref in The name of the FF client/server signal as it is defined in FEB FF, read after first invocation
4 |CycleTime tirmne TIME#SS in Time interval between consecutive operations
5 |Valid bool retain out True when the output values are valid
E |Error bool retain out Indicates an error with True. Status parameter < 0
7 |Status dint 1 retain out Status code of last execution, operation successful 1, pending 0, errors < 0, warnings > 1
8 |LatchedStatus dint retain out The last non good status value is saved in here
9 |AddStatus dint retain out Additional status information coming from FF in case of failure
10 MWarning bool retain out True at a warning of unexpected operation. Status parameter = 1
11 |[Rd AnyType in_out OUT Read value of the variable "SignalMame"
4 -\ Parameters / HﬂJ LI_I

[Row 1, Col 4 Instaler 7

Figure 28. FFHSEReadCyc Parameter Dialog
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Table 24. FFHSERead and FFHSEReadCyc Parameters

Parameter Data type Direction Description

Enable bool in Enables the execution and establishes

(only for connection to the H1 device while True

FFHSEReadCyc)

Id Comm_Channel |in_out IN Communication channel, has to be
connected to the Id parameter of the
FFHSEConnect function block

Req bool in On a positive edge at this input, the FF

(only for parameter is read

FFHSERead)

CycleTime time in Time interval between two read actions of

(only for the FF parameter.

FFHSEReadCyc)

SignalName string[32] in The name of the Client/Server signal as it
is defined in Fieldbus Builder FF

Ndr bool out True when New Data has been received
on each function block call after
successful operation

Valid bool out True when the connection is established

(only for

FFHSEReadCyc)

Error bool out Indicates an error with True during one
scan. Status parameter < 0

Status dint out Status code of last execution, operation
successful 1, pending 0, errors < 0,
warnings > 1

LatchedStatus dint out The last non good status value is saved in
here

AddStatus dint out Additional status information coming from
FF in case of failure
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Table 24. FFHSERead and FFHSEReadCyc Parameters (Continued)

Parameter

Data type

Direction

Description

Warning

(only for
FFHSEReadCyc)

bool

out

True at a warning of unexpected
operation. Status parameter > 1

Rd

AnyType in_out OUT Read value of the variable
(see Table 21) SignalName

Write function blocks: FFHSEWrite, FFHSEWriteCyc

FFHSEWrite writes a FF parameter on request (on a positive edge at the input
parameter Req) and the FFHSEWriteCyc writes a FF parameter cyclically with the
time configured at the input parameter CycleTime.

The cyclic write of static FF parameters has to be taken with care. There are FF
devices for which the life cycle can be reduced through a too frequently writing
of these parameters. If a static FF parameter is written via the FFHSEWTiteCyc
function block, the output parameter Status of the function block gives a error
code with the value -7055 (see Appendix B, CI860 Error Codes).

It is possible to avoid this through a cyclic usage of the FFHSEWrite function
block, but in this case the user has to take care that write accesses are reduced
accordingly to the manufacturers specifications. To control if a static parameter is
written to a FF device, every FF block provides at Index 1 the parameter
ST_REV. This parameter increases by every write action to a static parameter. If a
static parameter has to be written and it is not clear which cycle time is allowed,
contact the device manufacturer or the ABB support.

Both function blocks (FFHSEWrite and FFHSEWriteCyc) write FF parameter that
are referenced at the input SignalName by the Client/Server signal. The value which
should be written to the Client/Server signal is transferred from the parameter Sd.
The Control Builder variable which is mapped to this parameter has to be one of the
data types from Table 21 (depending on the Fieldbus Builder FF type to which the
Client/Server signal is assigned). To reach the H1 device the Id parameter of the
function block has to be connected to the Id parameter from the FFHSEConnect
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function block. As for the Read function blocks the rest of the two Write function
blocks parameters are nearly similar. See Figure 29, Figure 30and Table 25.

Il
Editor Edit Yiew [nsert Tools Window Help
[eEz|gB|ox i bB(Mi&le o %
Mame Data Type Initial Yalue |Paramster Aftributes | Direction  Description il
1 |Reqg bool retain in Reqguests one operation on positive edge, True
2 |d Comm_Channel in_out IN (OUT) Communication channel, has to be connected to the Id- par. of the Connect- FB
3 |SignalName string[32] by_ref in The name of the FF client/server signal as it is defined in FBB FF, read after first invocation
4 |Done bool retain out True when requested operation is done successfully
5 |Error bool retain out Indicates an error with True. Status parameter < 0
6 |Status dint 1 retain out Status code of last execution, operation successful 1, pending 0, errors < 0, warnings > 1
7 |LatchedStatus  |dint retain out The last non good status value is saved in here
8 |AddStatus dint retain out Additional status information coming from FF in case of failure
9 |3d AnyType in_out IN Write value to be transfered to the variable "SignalMNarme" <
[4[+]\ Paramsters flalc] Bl
[Row 1, Col 4 Tnstaler 4

Figure 29. FFHSEWrite Parameter Dialog

B Function block call - FFHSEWriteCyc_1 FFHSECommLib.FFHSEWriteCyc =10l %/

Edtor Edit Wisw Insert Tools Mindow Help

BB < 8R oo =B[8 K& ©|e o
MName Data Type Initial Value  |Parameter Attributes | Direction | Description =]
1 |Enable bool retain in Enables the execution while True L]
2 |d Comrn_Channel in_out IM (OUT) Comrunication channel, has to be connected to the 1d- par. of the Connect- FB
3 |CycleTime time: TIME#5s in Time interval between consecutive operations
4 |SignalName string[32] by_ref in The name of the FF client/server signal as it is defined in FBB FF, read after first invocation
5 |Valid bool retain out True when the output values are valid
E |Error bool retain out Indicates an error with True. Status parameter < 0
7 |Status dint 1 retain out Status code of last execution, operation successful 1, pending 0, errors < 0, wamings > 1
8 |LatchedStatus |dint retain out The last non normal status value is saved in here
9 |AddStatus dint retain out Additional status information coming from FF in case of failure
10 MWarning bool retain out True at a warning of unexpected operation. Status parameter = 1
11 |Sd AnyType in_out IN WWrite value to be transfered to the variable "SignalName" =
<[]\ Parameters / KNS —IJ
[Reowr 1, Cal 4 Installer

Figure 30. FFHSEWriteCyc Parameter Dialog
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Table 25. FFHSEWrite and FFHSEWriteCyc Parameters

Parameter Data type Direction Description
Enable bool in Enables the execution while True
(only for
FFHSEWTriteCyc)
Id Comm_Channel |in_out IN Communication channel, has to be
connected to the Id parameter of the
FFHSEConnect function block
Req bool in On a positive edge of this input, the FF
(only for parameter is written
FFHSEWrite)
CycleTime time in Time interval between two write actions of
(only for the FF parameter
FFHSEWriteCyc)
SignalName string[32] in The name of the Client/Server signal as it
is defined in Fieldbus Builder FF
Sd AnyType in_out IN Write value to be transferred
(see Table 21: to the variable SignalName
Control Builder
data types for
Client/Server
communication)
Done bool out True when requested operation is done
(only for successfully
FFHSEWrite)
Valid bool out True when the output values are valid
(only for
FFHSEWriteCyc)
Error bool out Indicates an error with True during one
scan. Status parameter < 0
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Section 3 Configuration Function blocks for Client/Server communication

Table 25. FFHSEWrite and FFHSEWriteCyc Parameters (Continued)

Parameter Data type Direction Description

Status dint out Status code of last execution, operation
successful 1, pending 0, errors < 0,
warnings > 1

LatchedStatus dint out The last non good status value is saved in
here

AddStatus dint out Additional status information coming from
FF in case of failure

Warning bool out True at a warning of unexpected

(only for operation. Status parameter > 1

FFHSEWriteCyc)
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Section 3 Configuration

CI1860 Statistic Channel

The CI860 Hardware Configuration Editor provides in the Connections tab (see
Figure 18) all I/O channels for signals which are communicated via
Publisher/Subscriber communication. Apart from the I/O channels, there are a
number of statistic channels that supply diagnostic data on the CI860, the
Publisher/Subscriber and the Client/Server communication in online mode. These
channels are always available, for example they need no special FF signal mapping
in Fieldbus Builder FF. In Control Builder variables must be mapped to these I/O
channels to be able to view diagnostic data in online mode. Refer to Online Data on
page 92. Table 26 provides information on the available data.

Table 26. CIS860 Statistic Channels

Channel |Name Description

IW1.6500 | No of HSE publisher Accumulated number of published HSE signals.

IW1.6501 | No of HSE subscriber Accumulated number of subscribed HSE signals.

IW1.6502 | CPU load CPU load of CI860.
The limit is given by 100% but the value of 80% shall not
be exceeded.

IW1.6503 | No of send failed Number of datagrams on HSE subnet failed to send. For
future use as it is not relevant for UDP communication.

IW1.6504 | No of exp. stall count Number of datagrams on HSE subnet not processed in
specified period of time (cycle time*stall count, stall
count default=4). For detailed information, refer to the
FOUNDATION Fieldbus specifications.

IW1.6505 | Average FF load Average load for CI860 on HSE subnet caused by

published and subscribed signals.

If the limit of 100% is indicated, the FF load has to be
lowered. Reduce the number of signals per second for
this unit in Fieldbus Builder FF. Reduce the number of
configured signals or increase the cycle time for the
signals.
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CI860 Statistic Channel

Table 26. CI860 Statistic Channels (Continued)

Channel

Name

Description

IW1.6506

UDP received w/o processing

Number of UDP datagrams received that were not
intended for this CI860 module. Any deviation from zero
is an indicator of a configuration problem.

IW1.6507 | Reserved 2 Reserved for internal purpose.
IW1.6508 | Reserved 3 Reserved for internal purpose.
IW1.6509 | No CIt/Srv requests Accumulated number of Client/Server requests.

IW1.6510

No CIt/Srv reads

Accumulated number of successful Client/Server Read
transaction.

IW1.6511

No CIt/Srv writes

Accumulated number of successful Client/Server Write
transactions.

IW1.6512

No CIt/Srv reads failed

Accumulated number of failed Client/Server Read
transaction. Any increment is an indicator of a
communication problem.

IW1.6513

No CIt/Srv writes failed

Accumulated number of failed Client/Server Write
transactions. Any increment is an indicator of a
communication problem.

IW1.6514

No CIt/Srv connects

Accumulated number of successful Client/Server
Connection Establishment transactions.

IW1.6515

No CIt/Srv connects failed

Accumulated number of failed Client/Server connection
establishment transactions. Any increment is an
indicator of a communication problem.

IW1.6516

No CIt/Srv connection aborts

Accumulated number of received connection abort
indications. Any increment is an indicator of a
communication problem.

IW1.6517

Reserved 3

Reserved for internal purpose.

IW1.6518

UnitStatus

(Status of the Cl module with elements that are generic
for all Cl modules and CI860 specific parts as defined in
HWD file)
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Section 4 Download and Online Mode

The whole configuration data of the CI860 including the FF configuration is
downloaded to the AC 800M from the Control Builder during the normal download
procedure.

This data includes information about FF signals connected to the CI860. These
connections are set up in the Fieldbus Builder FF and are fetched by the Control
Builder before download to the controller. All downloads to the CI860 are handled
by the Control Builder. All FF configuration data of other FF devices is downloaded
by the Fieldbus Builder FF.

Precondition

Firmware Upgrade

Before you can download the AC 800M controller ensure that the processor module
as well as the CI860 contain the correct firmware. Refer to Control Builder
documentation and online help for further information.

Download FF HSE Subnet Configuration

To be able to read and write FOUNDATION Fieldbus data in the AC 800M
controller the Fieldbus Builder FOUNDATION Fieldbus configurations have to be
downloaded to the HSE subnet(s) first.

This invokes the following steps in Fieldbus Builder FF:

1. Check

E If you have carried out this step without any listed errors, you may download the
controller in parallel. Anyhow you will not get any FF live data until you have
carried out the next steps.
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2. Preparefor commissioning of the FF Linking Device
The FF Linking Device is initialized and addresses are assigned.

3. Assign H1 devices
For each H1 link:
Each device actually present in the H1 link live list is assigned to a configured
device.

4. Load H1link
All devices on the H1 link are loaded along with their configuration data.

Download CI860 Configuration and Controller Application

The Control Builder gathers the CI860 configurations from Fieldbus Builder FF and
loads the settings together with Controller Application(s) during project download
into the controller. After a successful download the Control Builder stores the
downloaded CI860 configuration persistently. During the next download sequence
the last successfully downloaded CI860 configuration is compared with the current
CI860 configuration requested from the Fieldbus Builder FF. If changes are detected
the new CI860 configuration be downloaded to the controller.

During download of the CI860 configuration the IEC 61131 user application will be
stopped shortly.

Online Data

This section describes how to access CI860 and Control Application data online in
Control Builder. To access FF HSE Subnet data online with Fieldbus Builder FF,
refer to Device Management FOUNDATION Fieldbus, Configuration
(3BDDO012902*) manual.
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CI1860 Online

CI860 Online

In online mode the Hardware Configuration Editor of the CI860 module gives
online informations on the CI860 channels.

1.

Double click on the CI860 or choose Editor from the CI860 context menu to
open the editor.

Choose the Properties tab (see Figure 31). This tab is only available in online
mode as the contained scaling information is configured in the FF devices.

"-‘Eii dware - Controller 11 CI260

[E=NEo ==

Figure 31. CI860 Properties Tab in Online Mode

Editer Edit View Insert Tools Window Help
L@ O kLA e T A Tk b L T ALl
(Channel Wariable Min Max  |Unit Fraction  [Inverted |Protocal Info
Application_1.D14A0IN 0__jooo | 1 \D14A0IN J
|Application_1.DI0AOIN 00 (1000 | 1 D10AOIN
\Application_1. D13TRKIN_B D13TRKIN
[D13TRIAN
Appl n_1 ) | D9l
Application_1.01A1 Out 0o 1000 | 1 DA Out
Application_1 D2AN Out 0.0 1000 | 1 (D241 Out
iApplication_1.D3AI1 Out 0o 1000 1 D3AINQu
\Application_1.D4AI11 Out 0.0 100.0 1 D4AI Out
Applicatior_ 00000 i DEAICut
(Application_1. D7AI10 0000 1 D7ANCW
Application_1 D14A0BKO 0.0 1000 % 1 D14A0BKO
Application_1.D10BKO 0.0 1000 % 1 D10BKO
Application_1.D14A00UT 0.0 1000 | 1 |D14A00UT
WApplication_1 DBAN Out 0.0 1000 | 1 DA Out
Application_1 DEAI Out 0.0 1000 | 1
Applcat 08 I
\Application_1.CH_HSEPul
Application_1.C11_HSESub Extended status
Application_1.Cl1_CPULoad | |Entended status
\Application_1.CH_SendFail I Extended status
Application_1.Cl1_ExpStall | |Extended status
CH_AWFFLoad [
11_UDPwoProc |
|Application_1.CI1_Res2 I Extended
Application_1.C11_Res3 | Extended status
Application_1.Cl1_CSReq | |Extended status
iApplication_1.C11_CSRead | Extended status
iApplication_1.C11_CSWite [Extended status
Application_1.CI1_CSReadFail | [Extended status
teFail | 1 [Extended status |
Application_1.CI1_CSConnects | status
Application_1.C1_CSConnFail | Extended status
Application_1.Cl_CSAbors | |Extended status
iApplication_1.CI1_Res1 | Extended status
I+ v \_Conneclions h Properties { Stalus p_Unit Status_/ Te@
Row 1, Col 2
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Section 4 Download and Online Mode

In the Properties tab the following information is displayed for each channel:
*  Variable

. Min, Max, Unit, Fraction

*  Inverted

*  Protocol Info

3. Choose the Status tab (see Figure 32) to get online information on the CI860
channels. The following information is displayed for each channel:

*  Channel value
*  Forced

*  Variable value
*  Variable

*  Protocol Info

Forcing the channels is possible. For details, refer to the Control Builder
documentation. This tab also contains diagnostic data and information on the
status of the FF HSE and Client/Server communication. For further
information on the status of FF HSE communication, refer to CI860 Statistic
Channel on page 88.
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CI860 Online

Editor Edit View Insent Tools Window Help

gl el anE a0 A% & 1A ek t1 L TilE)
Channel Channel Value |Forced |Variable Value |Variable Protocaol Info
aw1.0 12.3 0 123 Application_1.014A0IN D14A0IN
Qw11 56.8 O B68 Application_1.D10ADIN D10A0IN
QX1.1024  |true O jtue 1.D13TRKIN_B D13TRKIN
QW1.1025 O D13TRKIN
QX1,1026 O DIISINID
QW1.1027 123 o pa Application_1.09ISIN1D_D DIISINID
W1.3072 1.9 o (e Application_1.D1A11Out DA Out
WA 63 | O %3 Agplication_ | D2AI10u. D2A/10ut
I1.3074 587 O s&7 \Application_1.D3AINOut D341 0ut
W1.30758  |16.5 O |65 Application_1.D4AI Out D441 Out
W1.3076  |11.0 O (110 Application_1.D5AI1Out D541 Out
W1.3077  B1.0 O |10 Application_1.07A11 Out D7 A1 Out
W1.3079  [12.3 O 123 Application_1.D14A0BIKO D14ADBKOD
W1.3080 00 O oo Application_1.010BKO D10BKO
w3081 [123 O 23 Agplication_1.D14A00UT_ D14A00UT
13082 [37.0 O 370 \Application_1.DBAI Out DBAI1 Out
IW1.3083  |18.4 O |84 Application_1.DBAI1 Out DEAI Out
41,4096 |false O |false pplication_1.DSAIOUTD_B C9AI0UTD
W1.4097 0 O o Application_1.D9AIOUTD D DIAIOUTD
IW1.6500  |1390796 0O  [1390796 Application_1.C11_HSEPub Extended status
IW1.6501 4155716 O 4155716 Application_1.C11_HSESub Extended status
W16s02 12 o iz Application_1.Cl_CPULoad _ Extended satus
M1.6503 0 O o Application_1.C11_SendFail Extended status
16504 (347742 O  |[347742 Agpplication_1.C1_ExpStall Extended status
IW1.6505 |15 O |5 pplication_1.CH_AvFFLoad Extended status
16506 0 O o plication_1.C11_UDPwoProc  Extended status
W1.B507 7 o r Application_1.C1_Res2 Extended status
IW1.6508 3 o B3 ication_1.Cl1_Res3 Extended status
W1.6509 10303 O  |i0303 Application_1.Cl11_CSReq Extended status
16510 0 O o Application_1.Cl_CSRead Extended status
W16511 0 O o Application_1.C1_CSWrite Extended status
IW1.6512 10 O o ication_1.C11_CSReadFail Extended status
16513 0 O o 1.CI1_CSWhriteFail  Extended status
W16B514 0 O o 1.C11_CSConnects |Extended status
IW1.6515  |10303 O 10303 1.C11_CSConnFail |Extended status
w1516 0 Application_1.Cl_CSAbods  Extended status
MW1ESIT 0 O o .N:'plic-a n_l.bﬁ_ o5l Extended status
« + % Connections »_Froperties p, Status ,{ Unit Status /' || < [ad

Row 1, Col 2

Figure 32. CI860 Status Tab in Online Mode

4.

Choose the Unit Status tab (see Figure 33) to get online information on the
hardware status of the CI860 module. For details, refer to the Control Builder

documentation.
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CI860 Online Section 4 Download and Online Mode

Editor Edit View Inset Tools Window Help
i agm o s b s b A et £ L TAL
Name Walue Description =
HWState [{E#00000000 atus OK 3
HWStateChangeTime 2010-02-05-14:25:068.352  |System starup lime
|ErrorsAndWarnings 16400000000
|E1r!andad51=ilus 16#40000000 Redundant mode enabled
|LatchedErrorsAndwWamings |16400000000
!LalchadExlendedStatus 16440000000 Redundant mode enabled
|+ + \ Connections  Properies ) Stalus A Uﬂsliw_j | EN™ ’
Row 1, Coll

Figure 33. CI860 Unit Status Tab in Online Mode
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Control Application Online

Open your application (see Figure 34) to get detailed information on all variables
used in your application. This includes forward and backward components of the FF
data types as well as status and forced information and FF parameters

2| Application - Application_1

Editor Edit Wiew Tools Window Help
L R ]
MMame Current “alue Data Type Attributes Initial %alue IO Address WO Description
EH—  Templnl FFRealConnection |retain
B Pressurelnt FFRealConnection |retain
B+ Outl FFRealConnection |retain
B Forward Reall0 retain Controller21.1.0
—  VWalue 46,386 real retain
— 10%alue |46.386 real retain
— Forced |false bool retain
— Status |16#C00000CO dvord tetain 16#C0
B Paramete SignalPar
—  Max |100.0 real retain 100.0
— Min |00 real retairn 0.0
— Invere [false boal retain
—  Fractic|1 dint retain 1
— Uit string[10] retain "
B Backward ReallO retain Controller21.1.3076
—  VWalue [98.296 real retain
— |0%alue |98.296 real tetain
— Forced [false bool retain
— Status |1E#CCO000CC dword retairn 16#C0
B Pararnete SignalPar
—  Mod1NoHSER[21722 dint retain Controller21.1.6500
—  Mod1NoHSE:[311 dint retain Controller21.1.6501
| — hAAAIDrnedd i} Aint veatain Tanteallay?1 4 CEMT
Global Variables A ‘Variables / I
Row 1, Col0 UM

Figure 34. Application in Online Mode
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Section 5 Configuration Changes

This section gives informations and describes how to handle configuration changes
in Fieldbus Builder FF and Control Builder. Changes should be taken with care.

The complete configuration is downloaded in two steps from Fieldbus Builder FF
A and Control Builder. For this reason it is possible to create inconsistent data to
the FF network and to the controllers!

Before downloading your controller(s) from Control Builder, ensure that the
Fieldbus Builder FF configuration that was or is to be downloaded is
plausible/checked and saved.

Be aware that for a consistent configuration it is necessary that both downloads
from Fieldbus Builder FF as well as from Control Builder have been completed.

The Control Builder fetches the plausible/checked CI860 HSE configuration from
the last saved HSE subnet configuration. In the case of configuration changes in
Fieldbus Builder FF which not include or affect the CI860 HSE host object the
configuration for the CI860 in Control Builder remains the same and the controller
does not need to be loaded again. Only the changed configuration of the HSE subnet
has to be downloaded from Fieldbus Builder FF.

In the case that the configuration of the CI860 HSE host object are changed follow
this workflow:

1. Plausible/check and save the CI860 HSE Host configuration in Fieldbus Builder
FF.
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2. Download the configuration from Control Builder and Fieldbus Builder FF.
Download from both systems can be started in parallel as soon as the CI860
HSE Host configuration is plausible/checked and saved.

Ensure that both configurations, from Fieldbus Builder FF and Control Builder
are downloaded. The period of time between the HSE subnet download from
Fieldbus Builder FF on the one hand and the download from Control Builder to
the controller(s) on the other hand should be kept as short as possible.

3. Check your configuration and applications in online mode of Control Builder
and Fieldbus Builder FF.

Control Builder cannot check whether or not a HSE Subnet configuration has been
downloaded. Due to this fact the gathered information does not necessarily match a
configuration that was downloaded to the HSE subnet. Deviating from the
recommended workflow can cause inconsistencies between downloaded
configurations.

The consequences of downloaded configurations being inconsistent depend also on
how the control loops are designed: Control loops may be run distributed on the FF
network. They may run completely or partly on the controller(s). In the event that
control loops are not run exclusively on the FF network, control loops may be
interrupted as long as only parts of the overall configuration have been downloaded.
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Section 5 Configuration Changes CI860 IP Address Change

CI860 IP Address Change

®

If the IP address or subnet mask for a CI860 is changed and downloaded to the
CI860, a reset on the CI860 will be performed automatically. The new settings
will become effective after this reset.

If the IP address or subnet mask for a CI860 operating in redundant mode is
changed the reset will be performed automatically as well. If the reset is
performed for the CI860 currently working as primary module, a fail over to the
backup module is performed.

If the reset is performed in the CI860 currently working as backup module, the
primary module is not effected.

If the reset has to be performed on both modules, the module, which is configured
in Control Builder as the primary (module A, see Figure 9 for details), will act as
the primary module after re-configuration. Because of the re-configuration of
primary and backup module the HSE communication is interrupted during the IP
address or subnet mask changes.
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Section 6 CI860 Webserver

The CI860 Foundation Fieldbus HSE interface provides additional functionalities
through a Webserver Interface. These functionalities are used for commissioning or
maintenance.

CI1860 Web Server Login Prerequisite

The web server interface can be accessed through web browsers such as Microsoft
Internet Explorer or Mozilla Firefox. Before logging into web server, ensure that the
following web browser settings are done in I nternet Options> Security tab.

E It is recommended to connect to web server from Windows 8 client machine. The
browser setting changes in Internet Options > Security tab is only done to connect
from a Windows 2012 R2 server.

E Ensure the correctness of the browser settings for the connection (for example no
proxy server for the controller address), are correct and that the controller should
be accessible from the system.

E Check if TCP/IP forwarding is enabled on Connectivity Servers. For more
information, refer to System 800xA Configuration (3BSE034463%*) manual.
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Web Server Login

ﬂ It is recommended to connect to web server from Windows 8 client machine. The
browser setting changes in Internet Options > Security tab is only done to connect
from a Windows 2012 R2 server.

To overcome unsuccessful login attempt into web server, open I nternet Options
and in the Security tab, ensure that for all the three zones (Internet, Local Intranet,
and Trusted Sites), Enable Protected M ode (requiresrestarting I nter net
Explorer) check box is cleared as shown in Figure 35.

Internet Options |L-

General | Security |Privacy | Content [ Connections | Programs | Advanced |

Select a zone to view or change security settings.

@ & v O

Localintranet Trustedsites  Restricted
sites
Internet —
O This 2one is for Internet websites, —

except those listed in trusted and
restricted zones.

Security level for this zone

Custom
Custom settings.
-To change the settings, dick Custom level,
- To use the recommended settings, dick Default level.

(] Enable Protected Mode (requires restarting Internet Explorer) I
| customlevel... || Defauitlevel |

| Reset all zones to defoult level

[ o [ camcd |

Figure 35. Internet Options - Security Tab, Zone Settings
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Enable Javascript for Web Server

Enable Javascript for Web Server

ﬂ It is recommended to connect to web server from Windows 8 client machine. The
browser setting changes in Internet Options > Security tab is only done to connect

from a Windows 2012 R2 server.

To enable the javascript for using the web server, open I nternet Options and click

Custom Level in the Security tab, as shown in sample Figure 36.

Internet Options L » .

General | Security | Privacy | Content | Connections | Programs | Advanced |

Select & zone to view or change security settings.

@ & v O
4
Localintranet Trustedsites  Restricted

sites

Internet

This zone is for Internet websites,
except those listed in trusted and
restricted zones.

Sites

Security level for this zone

Custom
Custom settings.
-To change the settings, dick Custom level,
- To use the recommended settings, dick Default level,
] Enable Protected Mode (requires restarting Internet Explorer)

| customlevel... ||| Defaultievel |

| Resetal zones to defaultlevel

Figure 36. Internet Options - Security Tab
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Reset Web Browser Security settings for Web Server Section 6 CI860 Webserver

In the Security Settings, for Scripting and Scripting of Java applets, select the
Enable option as shown in sample Figure 37.

Security Settings - Internet Zone - Security Settings - Internet Zone -
Settngs Settings
& Sawtng - [ @ Disable -
| Active saripting O Enable
O Disable 2| Enable XSS fiter
® Enable O Disable
O Prompt (®) Frahls
& | Allow Programmatic cipboard access & Scripting of Java applets
®) Disable O Disable
O Enable @® Enable
O Prompt O Prompt
&'| Aow status bar updates via saript 4 User Authenticabion
@ Disable 82, Logon
O Enable O ancnymous logon
57 | Alow websites to prompt for information using scripted winds (O Automatic logon only in Intranet zone
(@) Disable O Automatic logon with current user name and password
O Enable - ® Prompt for user name and password -
521 Fasble YE5 Sltar.
<} (] > i) < m >
*Takes effect after you restart your computer *Takes effect after you restart your computer
Reset custom settings Reset custom settings
Reset1o:  [nich (default) v| [ Reset. Resetto:  [iioh (defadit) v| Reset... |
[ ok | [ coxe [ cancel |

Figure 37. Custom Level Security Settings - Enable Javascript

Ensure that the same settings are done for all three zones (Internet, Local Intranet,
@ and Trusted Sites).

Reset Web Browser Security settings for Web Server

The web browser settings mentioned in the Web Server Login on page 104 and
Enable Javascript for Web Server on page 105 must be retained to its original
settings after logging out of web server. This reset is done by manually changing the
settings in all the three zones (Internet, Local Intranet, and Trusted Sites)
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CI860 Web Server Security

The web server is disabled by default. It can be enabled on request using the Enable
Web Server option available in the Control Builder. This option is visible only
when the Control Builder is online and at least one of the modules CI854, CI860
and CI871 is configured

For more information on accessing the enable web server option in Control Builder
and general handling of web server in controller, refer to the System 800xA Control
AC 800M Configuration (3BSE035980*) manual.

The login screen for authentication is displayed as shown in Figure 38. Enter the
user name and password to login and access the home page of the web server. The
default user name is service and the default password is ABB80OXA. To change the
password please refer to Change Password on page 122.

Windows Security -

iexplore.exe
The server 172,16.0.15 at Service requires a username and password.

| service |

R —

Remember my credentials

| oK | | Cancel

Figure 38. CI871 Webserver Login Authentication

with your organization’s security policy at the first possible opportunity. Failure
to replace the default password makes the system susceptible to unauthorized
access.

@ The default password is ABBB0OOXA. Replace this with a password that conforms

Refer to the Password Security topic in System 800xA Administration and
Security (3BSE037410%) for recommendations on establishing a password
security scheme.
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ﬂ After firmware update to system version 6.0, the PM8xx controller password
must be configured again, as the previously configured password is cleared and
replaced with the new default password.

ﬂ If three unsuccessful login attempts occur in a minute, the webserver is locked
and can be logged in only after ten minutes.

After opening the web server Interface, select the required CI860 from the Cex slot
drop-down list.

==

(2 ACBDOM Webserver | | A * ﬁ:)}

Q@HQ http://172.160.15/indexhtrm o-c

‘l. l' Il The web server will be disabled in 3 hours and 59 minutes goahead
FADD Il Default password is set, please it 1 WEBSERVER

Service Diagnosis for Cl Modules

Vers. 02.04-11
[Create service file] [Change password]

Cex slot| Select Module v| GO | Content Frame

Please select a Cl device

Figure 39. Starting Web Interface for CI860 Service Diagnosis

The web server page is active only for 4 hours from the first login. A timer is set for
4 hours and during this limited session time, an information on the remaining time
before the web server disables is shown in the browser.

When the limited activation time has expired and if the web server page is still open,
amessage The web server is disabled, it can only be re-enabled externally is shown.
To continue using the web server, enable it through Control Builder.

108 3BDD012903-600 A



Section 6 CI860 Webserver CI860 Web Server Security

- O -
e@Lg http://172.16.0.15/index. htm p-c || & ACB00M Webserver | | 1 X BE
AL WD BBThe web cerver is disabled, it can only be reenabled externally | goahead
L] WEBSERVER

Service Diagnosis for Cl Modules Vers. 02.04-11

[Create service file] [Change password]

Cex slot| Select Module v| GO | Content Frame

Please select a Cl davice

Figure 40. Web Server Disabled

Table 27 lists the Alarms, Events and Warnings recorded in web server. These are
displayed in Plant Explorer and Hardware Status of Control Builder.

Table 27. Web server Alarms and Events

Message Type Severity

The web server is enabled, but the password has not been changed | Alarm Medium
from default.

The web server has been enabled. Event Low
The web server has been disabled. Event Low
The web server timer has been reset. Event Low
The controller password has been changed from. Event Low
Successful login to the controller from <IP>. Event Low
Unsuccessful login attempt to the controller from <IP>. Event Medium
Unsuccessful attempt for controller password change from <IP>. Event Medium
The web server has been enabled. Audit Trail N/A
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CI860 Web Server Interface

The web server interface can be accessed through a web browser. To open the web
server interface, enter the IP address of the controller in the address bar of the
browser and press <Enter>.

The browser window has two frames. The left frame displays the menu items
(Function List). Select the menu item on the left to display the respective contents in
the content frame on the right.

The view of the menu is function specific. For certain menu items, only a simple
view of the available data is displayed. Some menu items need an additional input
before the corresponding data is displayed. An input dialog appears on the top of the
content frame for these menu items.

L= Lo
°|\_~e http://172.16.0.15/index.htm 0 ~ ¢ || @ aceoom webserver : ok Tt

goahead
WEBSERVER

AL WP BP The web server will be disabled in 3 hours and 57 minutes
FAIPEP

Service Diagnosis for Cl Modules

1—|.'l'lr- ate service file] Itilmllﬂc password]
Cex slot|Slot 1. CI860 v| GO Countent Frame 4
Slot 1 CIBe0
Controller Status
Event History
Network Statistics
PNA Statistics
3 MIB || Statistics
Task Info
K
sceiver Status 5

HSE Stack
External Weh

Figure 41. Functional overview of the Service Diagnosis

Legend Description
1 Create Service File
2 Change Password
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CI860 Web Interface Menu Items

Legend Description
3 Function List
4 Input Dialog
5 Content Frame

CI860 Web Interface Menu ltems

CI860 Web Interface displays the following menu items:

Following chapters explains some important functions of the CI860 web server:

Controller Status
Event History
Network Statistics
pNA Statistics
MIB II Statistics
Task Info

pSOS+ Kernel
Boot Block
Transceiver Status
HSE Stack
External Web

External Web menu is only used by support personal.
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Controller Status

Section 6 CI860 Webserver

Controller Status

The Controller Status page displays the status of the CI860. The following

information can be seen in the controller status page:

Redundancy status
Application

Device Info
Production Info
Processor Info
Memory Info

IP Parameters
Ethernet Configuration

Operating System

112
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Controller Status

@ hittp://172.16.0.15/index.htm

P - O || @ ACB0OM Webserver

. Slot 1 CI860

Controller Status
Event History
Network Statistics
pNA Statistics
MIB Il Statistics
Task Info

pSOS+ Kernel
Boot Block
Transceiver Status
HSE Stack
External Web

iCurrenr. Date and Time :

‘Up Time
{CPU Lead filtered @ 11%
1CPU Lead not filrered : 10%
‘Redundancy atate

EApphcatinn
EApplicar.inn H
‘Vendor
‘Model
{Revision
‘Build
‘Version
iBuild Index :

| Device Info

EM.amnry Info
{Flash Memory Size : 2 MByte
{ SDREM Memory Size : B MByte
| Shared Memory Size : 1 MByte
' Flash Memory Used
| IP Parameters
{IP Rddress

i Subnet Mask
:Default Gateway : 182.016.000.001

i Echernet

. Phy Rewision :

The web server will be disabled in 3 hours and 56 minutes

‘Operating Time : 1232 day=z 20 hours
: 4 days 1 hours

Sample Applicaticn

: ABB Automation Broducts
@ CIBeD

: 1.00 Rlpha

: Ceot 0B 2012 12:04:46

@ 05.172

6432

: Vendor Name : ABB

:Device Type : CIBGOKOL

: Order Number : 3BSE032444R1
i Serial Number i 0%220C0U0
‘Hardware Version : 0500

. Product Rewvision @ J

i Customer Version @ 0000

Production Info
i Production Date i 20090609
1 Test Flace

: 000l

i Processor Info
: Brocessor

: METZRM 50 (ARMTTDMI Core)
‘Chip Reviszion 1 27

(Serial EEFROM)
: 192.016.000.051
: 255.255.252.000

‘Rodress @ 00:00:23:0R:8C:10

. Speed : 100 Mbit/s

‘ Mode : Full Duplex

‘Polarity : Normal

‘Medium @ Twisted Pair

! Buto Negotiation Mode

‘Phy Id : 0=0000040E (Lewvel Cne)
i Fhy Mcdel : Ox000E (LETST1)

0x0002

1 Operating System
1 pS0S+ Version :

PS0S+/RARM/LE V2.5.8

Figure 42. CI860 Controller Status

Fri Zpr 11 11:10:01 2014

: REDUNDANCY STATE PRIMARY (RED) HBMI STATE PRIMARY

i 1225512 Bytes (58.437%)
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Event History

The Event History page displays the event history of CI860. High severity events
are stored non volatile on CI860.

- | O -
@@L@} hittp://172.16.0.15/index.htm ) || (& ACS00M Webserver | | A ko

AL HD BB The web server will be disabled in 3 hours and 55 minutes goahead
W WEBSERVER
Service Diagnosis for Cl Modules Vers. 02.04-11

[Create service file] [Change password]

Event History
Slot 1 CIB80 |ErrorFifa:

Remote boot 0.0.00 0:07:12.000

Controller Status

Event History :

Network Statistics !ErrorFifo Copy:

pMA Statistics :

MIE Il Statistics '

Task Info iMumber of Fatal Error Log Entries : 9

pSOS+ Kernel .

Boot Block {Error Code | Zddc. Error Info | Task Mame Time

Transceiver Status :

HSE Stack :

External Web 1 0x10012015 0x00000000 ISR Tue Jan 5 07:06:44 2010
%0210012:-12 0x03C48CaC HCPT Thu Apr 1 04:37:08 2010
$0x00002711 0x00000000 chkt Wed Jul 14 10:44:27 2010
| 0x10012015 ISR —
1 0x10012015 I5R -
10x10012012 HCPT Tue Rug 28 08:39:00 2012
i'JXlDE'lZC'lZ Ox0021%5F8 KCFT Mon Hov 26 10:58:21 2012
%0x10012:-12 Ox0021%6C8 HCFT Sat Nowv 30 04:58:28 2013
%0210012:-15 0x00000000 ISR Wed Feb 26 0€:02:4% 2014

Figure 43. CI860 Event History

MIB Il Statistics

MIB Il Satisticslists the Ethernet statistics of CI860 as defined by the generic
MIB II definition. Statistics of TCP settings, I[P-Address assignments, I[CMP open
port messages are listed in this page.
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MIB Il Statistics

@ http://172.16.0.15/index.htm

P~ || 2 ACBDOM Webserver

The web server will be disabled

Service Diagnosis for Cl Modules
[Create service file] [Change password]

in 3 hours and 53 minutes

MIB Il Statistics

Slot 1 CI860

TCP
Controller Status TCP
Event History TCP
Network Statistics R
pNA Statistics TCP
MIB Il Statistics rep
Task Info TR
pSOS+ Kernel e
Boot Block TCP
Transceiver Status e
HSE Stack TcE
External Web TCp

Lo

Retransmission Algorithm @ ¢

Minimum RBetransmission Timeout : 1000
Maximum Retransmission Timeout 64000
Maximum Simultaneous Commections - 4294287235

Nunber of Actiwve Opens : 1Z

Nuuber of Passive Opens : 0

Munber of Failed Connection Attemprs - 0O
Huuber of Connection Reset @ O

Nunber of current Conmections : O

Nunber of Segments receiwved : 5Z8

Nunber of Segments sent :@ 616

Munber of Semments retransmitted - 1
Nunber of Segments received in error : 0O
Nunber of Segments sent with BET Flag : O
Connection Table

cal-IP-Address Local-Port Remote-IP-Address PRemote-Port

State

Lo
Lo
Lo
Lo
Lo
Lo
Lo
Lo
Lo

Datagrams deliwvered to Users : Z52Z3735

Datagrams received for umknown Ports @ 0O

Datagrams received with other Errors @ 0

Datagramns sent from this Entity : Z5085481
Listener Table
cal IP Address
cal IP Address
cal IP Address
cal IP Address
cal TP Address
cal IP Address
cal IP Address
cal IP Address
cal IP Address

o.o.0.0 Local Port - 1033
o.0.0.0 Local Port - 29877
18z.16.0.152 Local Port - 1280
o.0.0.0 Local Port - 1091
192.16.0.152 Local Port - 1024
182.16.0.152 Local Port - 1538
o.o.0.0 Local Port - 109E

182 16.0.152 Local Port - 1792
o.o.0.0 Local Port - 22873

ICHP
ICMP

Messages received : 1
Messages with Format Brror : O

Destination Unreachable Messages received :@ 1
Time Exceeded Messages receiwed : 0
Parameter Problem Messages received : 0
Source Quench Messages received : O

Redirect Messages receiwved : 0O

Echo Messages received : 0

Echo Reply Messages received : 0

Timestamp Messages received : 0

Timestamp Reply Messages receiwed : 0
Address Mask Request Messages received : O
Address Mask Reply Messages receiwved : O
Messags this Entity sent : O

Messages not sent due to ICHMP Problems : 0
Destination Unreachable Message sent : O
Time Exceeded Messages sent : 0O

Parameter Problem Messages sent @ 0

Figure 44. CI860 MIB Il Statistics

[- o I
nxn

goahead
WEBSERVER
1

Vers. 02.
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Section 6 CI860 Webserver

HSE Stack

In HSE Stack the statistics of the HSE communication running on CI860 is
summarized. The HSE page provides same information as described in the chapter
CI860 Statistic Channel on page 88, and also provides information such as CPU
Load, FF Load, Stall Count Expired, Stall Count Warning Low, Stall Count Warning
High.

Sall Count Expired indicates the status of cyclic communication. If the value is set
to zero, the cyclic communication is running as scheduled and signals are not
missing. The count increases, when there is an unused, unsupplied, or stalled signal,
as shown in Figure 46. The increase in the count is visible on subsequent pressing of
HSE Stack menu and depends on the number of suspect signals, the macro cycle
time and the frequency of pressing the HSE Stack menu.

The behavior of Stalled Signalsis similar to the Stall Count Expired. The stalled
signal displays a list of Dump of stalled signalssincelast printout (see Figure 46).
The list indicates the missing or unsupplied signals in the FF device area. This
occurs when the signals or H1 devices are physically not available. The stalled
signals are empty (see Figure 45) under normal conditions. The HSE Stack menu
must be pressed twice to get an updated stalled signal list.
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HSE Stack

[ = 5]

e@| @ hitp://172.16.0.15/index.htm

Service Diagnosis for Cl Modules

[Create service file] [Change password]

Slot 1 Cl1860 :

Controller Status
Event History
Network Statistics
pNA Statistics
MIB Il Statistics
Task Info

pSOS+ Kernel
Boot Block
Transceiver Status
HSE Stack
External Web

Ak BB BB The web server will be disabled in 3 hours and 48 minutes
FAIPEP

Figure 45. CI860 HSE Stack

R~0 ” (= ACBOOM Webserver ‘ ‘ 1A ‘fé}
WEBSERVER
Vers. 02.04-11
HSE Stack Info
Publish Counter 24560342
Subscribe Counter 24374377
Connection failed a
Stall Count Expired u}
Stall Count Warning Low 40
Stall Count Warning High o
CPU Load L0
" FF Load 62
Skipped Datagrams u}
V0ut of Memory o
Overruns [u]
FFIO LoadPeaks B2
FFIO Wdog expired o
Data consist. fail z0
Data consist. abort o
Pub limiter active Lza
Peceived datalen mismatch o
Clt/srv requests 433
| Cltfsrv read requests 3]
| Cltfsrv write regquests o
Clt/srwv read failures o
Clt/srv write failures a
Clt/srv conhect redquests 196
Clt/srv connect failures &
Clt/syv conmection aborts o
Clt/srv dropped inwoke IDs 1
Clt/srv open connections a
Clt/srv invalid names used a
Cltfsrv cycl write to static o
Clt/srv session closed by HEE stack a
Cltfsrv Watchdog expire warnings a
Dump of stalled signals since last printout

3BDD012903-600 A

117



HSE Stack Section 6 CI860 Webserver

e@\g http://172.160.15/indexhtm D~ ¢ || @ ACS00M Webserver ‘ | 1 ok
Al =The web server will be disabled in 3 hours and 48 minutes WEB ?EEVER
Service Diagnosis for Cl Modules Vers. 02.04-11
[Create service file] [Change password]
HSE Stack Info
Slot 1 CIBE0 Publish Counter 25007082
Subscribe Counter 25020343
Controller Status Cormection failed 0
Event History Ztall Count Expired 651
Network Statistics 2tall Count Warning Low 70
PNA Statistics 2tall Count Warning High 20
MIB Il Statistics '\ CPU Load 47
Task Info FF Load 53
pSOS+ Kernel Skipped Datagrams 0
Boot Block Out of Memory a
Transceiver Status Overruns -0
HSE Stack FFIO LoadPeaks ;63
External Web FFIO Wdog expired :n
Data consist. fail : Z0
\ Data consist. abort 0
Pub limiter actiwe : 53z
Peceived datalen mismatch Hat
Clt/srv regquests 1 489
Clt/srv read regquests o B9
Clt/srv write regquests H]
Clt/srv read failures H)
Clt/srv write failures H)
Clt/srv connect reguests 1 196
Clt/srv connect failures -
Clt/srv connection ahorts a
Clt/srv dropped inwoke IDs 1
Clt/srv open connections a
Clt/srv invalid names used a
Cltfsrv cycl write to static a
Cltfsrv session closed by HEE stack a
Clt/srv Watchdog expire warnings a
Dunp of stalled signals since last printout
Signal stalled with Fdaldress 100c1%3Z0 0dIndex 454
Signal stalled with Fdaldress 100clbZ0 0dIndex 2368
Signal stalled with Fdaldress 100cZ3Z0 0dIndex fal
Signal stalled with Fdaldress 100cZ1Z0 0dIndex 580
Signal stalled with Fdaldress 100cZ0Z0 0dIndex LE&
Signal stalled with Fdaldress 100clfZ0 0dIndex 171
Signal stalled with Fdaldress 100cleZ0 O0dIndex 134
Signal stalled with Fdaldress 100cldZ0 0dIndex 4b39
Signal stalled with Fdaldress 100clcZ0 0dIndex Z60
Signal stalled with Fdaldress 100claZ0 0dIndex Z60
Signal stalled with Fdaldress 1004ZZZ0 0dIndex 1S58
Signal stalled with Fdaldress 1004Z3Z0 0dIndex fal
Signal stalled with Fdaldress 1004Z1Z0 0dIndex Z54
Signal stalled with Fdaldress 1004Z0Z0 0dIndex fal
Signal stalled with Fdaldress 10041d4Z0 0dIndex 134

Figure 46. CI860 HSE Stack - Stalled Signals
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HSE Stack

Identifying Stalled Signal in FBB FF

The following screen illustrates the process of identifying the stalled signals in FBB

FF.
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Figure 47. Stalled Signals with FdaAddress
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Table 28 explains the FdaAddress with stalled signals.

Table 28. Stalled Signals with FdaAddress

Item No. Description
1-100a1b20 FdaAdress and OdIndex displayed in the HSE Stack info
OdIndex 134 indicates the stalled signal of the HSE device.
2-100a The first four characters of the FdaAdress represent the

H1-Link number of the HSE subnet.

The H1-Link can be found in the Device List of the
Hardware structure in FBB.

The numbering starts with 1000. 1000 stands for LinkO,
1001 to Link1, 1002 to Link2, etc. Each LD 800HSE
contains four H1 - links. The information is in
hexadecimal

3 - 1b20 The next two characters (1b) represents the Bus address
of the device connected to the H1 link. The information is
in hexadecimal.

The last two characters (20) define the Signal ID. This is
an internal ID of the configured signals for the device.

The first configured signal gets ID 20, the next 21, then
22 and so on. If only one signal is configured in the
device, then only entries with the value 20 are seen for
the stalled signals.

4 - Odindex 134 The OdIndex no. (134) represents the signal by name
(308) and definition. On device level for each Block ID the
corresponding starting value for the used OdIndexes are
listed. To find the desired signal, the properties of the
relevant Block ID with the correct start value must be
opened.

5- In the Properties view, the value (8) in the relative column
is displayed in the signal address.
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Create Service File

To create a service file, click Create service file. The Web Interface automatically
compiles all the required information into a service file, in case of a support action.

The information in the service file is included only for the modules that have been
selected.

[T I
G@I@ http://172.16.0.15/index.htm

p~-0c || & ACB0OM Webserver | | i) 'ﬁ {é}
AL BB BB The web server will be disabled in 3 hours and 50 minutes
AW

goahead
WEBSERVER
Vers. 02.04-11

Semnvice Diagnosis for Gl Modules

[Create service file] [Change password]

Cex slot Slot3: CIE0 b
Please select the CI Modules you wal‘lt1n iﬂc!ude
Slot 8 CIB60 :

P [l cE St ] CEXSlot 2 [] CEX St 3 [¥] CEX Slot 4 [¥] CEX Slot 5 [¥] CEX Sleté
Controller Status : 7] CExX 51t 7 [¥] CEX Slot 8 [¥] CEX 510t 9 [¥] CEX Slot 10

Event History | Create

Hetwork Statistics :

pHA Statistics :

MIB Il Statistics

Tasgk Info

pS05+ Kernel

Boot Block

Transceiver Status

HSE Stack

External Web

Figure 48. CI Module Selection for Service File

Click Create. A File Download window appears with the options to Open or Save
the file to the hard disk.

ﬂ If the user has cleared the check box Alwaysask before opening thistype of file
during the previous file download then the service file is opened in Notepad.
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Change Password

The controller password should not be changed when several users are using the
web server at the same time. If several web browser pages are connected to the
web server, close all except for one before changing the password.

The Change Password page is used for changing the default password of the
webserver. The web server page displays a caution to change the default password,
when a user login for the first time as shown in the Figure 49. The caution is
displayed for every login, until the default password is changed to a new password.

ﬂ After the controller password has been changed through web server page, a login
window appears, you need to login again with the new password.

To change the password from default, select the Change password option available
at the top left corner of the browser window. Enter the current and the new password
and confirm the new password.

|- o s
Q@|;} http://172.16.0.15/index htm 9~ & || @ Acswomwebsener . a KD
AL HB BB Tne web server will be disabled in 3 hours and 55 minutes goahead
FRirmw WEBSERVER

Service Diagnosis for Cl Madules Vers. 02.04-11
[Create service file] [Change password]

Cex slot| Select Module v| GO Change password

Please select a Cl device Current password:

The new password must differ from the old password and contain:
= between 8 and 15 characters
= characters from at least three of the categories
= [Digits (0-9)
= Lower case (a-z)
= Upper case {A-Z)
» Special characters ((y'~{@5%""-+=[\{];™<,.?_)
= the password can also contain spaces

Mew password:
[uu“n

Confirm new password:
|. aessdad

| Change Password || Reset |

Change password succeeded|

Figure 49. Change Password Dialog
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A successful operation is confirmed with a message Change password succeeded.
The new password is active immediately and stored nonvolatile in the AC 800M
controller.

Reset Default Password

Use the IP Config Tool to reset the controller password to default password. Perform
the following to reset the default password:

Ensure that the COM port of the PM8xx controller is connected to a COM port of

ﬂ the computer through a serial cable (If it is a PM86x controller, the port of the
controller to be connected is the marked COM4.). In the IP Config tool select the
COM port of the computer that is connected to the controller.

1. Open I P Config window and select Settings menu.

From the Com Port context menu, select the corresponding Com port of the
computer. In this example, Com1 is selected as shown in Figure 50. After
selecting the COM port, click Connect

File [Settings| Misc Help
| Com Port
Advanced Mode
Set Default Gateway and Static Routes...

Set Backup IP addresses...

Toolpart |nterface |P-address: I_ I_

-

Auta Detect

Exit

Coml Connected, modify ip address and press 'Stare’ or ‘Restore factory settings’

Figure 50. IP Config Tool - COM Port Settings
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E IP Config tool can be started only after a long reset of the controller. Later a fresh
download is performed, as the configuration is erased during reset.

2. Inthe Misc menu, click Reset Controller Password.

File Settings Ihlﬁsc Help
| Reset Controller Password .

Primary Ethernet Interface IP-Address: |1 72 |‘| [ |‘| 20 ISF
Frimary Ethernet Interface Subnetmask: |255 |255 |252 IIJ
Toolport |nterface |P-address: |1 qz I‘] [=t2] |255 |254

[~ Enable Autorestart

| ¢ Hastors Factory seitings | |Auto Dietect -1

LConnect | Store | Exit |

Coml | Connected, modify ip address and press "Store’ or ‘Restore factary settings’

Figure 51. IP Config Tool - Reset Controller Password
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3. A confirmation window, The Controller password has been reset appears.

File Settings Misc Help

PrimapuEek b Linkark T=u ] ! g e 1 g 1 g

| '

LConnect | Store | Exit |

Coml | Connected, modify ip address and press 'Store’ or ‘Restore factory settings'

Figure 52. Reset Password - Confirmation Window
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Appendix A Application Example

This section provides two sample application configurations:

A distributed cascaded PID control loop running on FOUNDATION Fieldbus
network and on the AC 800M controller.

An FF function block mode switch from an AC 800M controller application via
CI860 Client/Server communication.

Prerequisites and Requirements

The following requirements must be met in order to be able to carry out the actions
described in this section.

An 800xA system has been created and started.
The following system extensions have been added:
— AC 800M Connect,

—  Device Management FF extensions.

—  Engineering Base

The Plant Explorer Workplace has been started.
The user has Configure and Download permissions.
An HSE subnet configuration is available

A Control Network has been created in the Plant Explorer Workplace and the
FFHSECommLib has been added. The Control Network contains an AC 800M
controller with at least one CI860 module. The CI860 Host object is inserted as
child of the CI860 module.

Configured hardware is available and connected.

3BDD012903-600 A
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Distributed Cascaded Control Loop

The sample Cascaded PID Control Loop features the following FF devices: an
electro-pneumatic positioner, a pressure and a temperature transmitter. The electro-
pneumatic positioner has two FF function blocks: A PID controller and an analog
output function block (AO). From the pressure and the temperature transmitter the
analog input function blocks (Al) are used.

The master PID control loop controls the temperature and is running in the AC
800M controller. The process signal is been provided by the temperature transmitter.

The slave PID control loop controls the pressure. The PID and the analog output
function block is running in the positioner device. The setpoint for this slave PID is
been provided by the master PID, the pressure signal by the pressure transmitter.

The master PID loop has to be configured with Control Builder whereas the slave
PID including the AO and Al function blocks have to be configured with Fieldbus
Builder FF.
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vy
AC800M o0
with CI860
+ Y +
Linking Device PID
LD 800HSE :-l |
| Y
Al Al AO
I
-\\ [
i ' Cc ) &
FF H1 devices ‘g W @

Figure 1. Sample Cascaded Control Loop Running Distributed on FF and on
AC 800M Controller
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FOUNDATION Fieldbus Configuration

The following section describes the FF configuration created with Fieldbus Builder
FF. The focus here is at application part. For information concerning the hardware
configuration, refer to Device Management FOUNDATION Fieldbus, Configuration
(3BDDO012902*) manual.

Pressure Control Loop running on the FF Field Devices

Figure 2 shows the FF Function Block Application Diagram for the slave PID
control loop.

Pzl S FEG] AC T Al
b b
dle s e
Al-FF E-PID ABB1 AL - ABED
ouT I ouT Cas_IN ouTh
P CAE_IN BKCAL_OUT BKCAL OUT
BKCAL_IN AT,
TRE_IN_D
A TRE L
AFF L
ACTZ30_ AR PR ACTZI6_BED

Figure 2. Fieldbus Builder FF - Cascaded PID Loop, Slave PID

On the left hand side the FF analog input (AI) function block is displayed, which is
running on the pressure transmitter P11235. It provides the pressure process value as
input signal for the PID block running on the electro-pneumatic positioner
VIC1236. The PID output is connected to the analog output (AO) function block
running on the electro-pneumatic positioner as well. This AO function block
provides a back-calculation signal that is connected to the BCAL_IN input of the FF
PID function block. So this small control logic is running complete locally on the
FF H1 Link.

At the PID function block two signals are necessary to be configured for
communicating with the master PID control loop which is running on the AC 800M
controller:
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FOUNDATION Fieldbus Configuration

* the setpoint signal VIC1236_CASI connected at the CAS_IN input of the PID
block

*  and the back-calculation signal VIC1236_BCO connected at the OUT output
of the PID block

Figure 3 shows exemplarily the signal Properties dialog which occurs during signal
creation - in this case for the setpoint signal VIC1236_CASI.

This signal has to be transferred from AC 800M controller to the HSE subnet. So, in
the reference list below of this dialog the signal has to be assigned to the CI860 by
simply checkmark the appropriate checkbox. So the source for this signal is the
CI860. The appropriate field in the column “Source” has to be set to “Yes”. The
default is “No”. So, it is already correct adjusted for the second signal
VIC1236_BCO, which is transferred from FF HSE to the controller via CI860 (an
FF signal can only have one source).

[=l signal properties x|

Signal name: [{/[C1236_ |

Deseriptior: [vIC1236 Cascade Input|

Type: Im Lnit: I
[rata type: Im Scale start: I
Uszage: Ih Scale end: I
Group: W

Uszed by

| Host/FE | Fir | [1ata type | Source | Cycle time I
BE_CI3E0 w1 Analog es 1000
WIC1236_PID Cas_IN Analog Mo 1000
4] | i
QK I Cancel | Apply |

4

Figure 3. Fieldbus Builder FF - Signal Properties for Pub/Sub signal

Temperature process Signal for AC 800M Controller

The temperature control loop - the master PID control loop - running on the AC
800M controller needs to get the temperature process signal TI1234_T1. It is
coming from the FF temperature transmitter.
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Appendix A Application Example

Figure 4 shows the necessary FF application: A simple Al function block and the

appropriate signal.

THZ34 AN

A

Al-FF

auT THI34 T1

ATH234

Figure 4. Fieldbus Builder FF I/O Application Diagram

The signal assignment to the CI860 can be done like above directly during the signal

creation. It is also possible to perform this out of the Signal List (see Figure 5). Here
multiple selected signals can be assigned to a CI860 in one step.

%Signal list

Signal list | Cross references I

Scale end
WIC1236_BCO Pub/Sub Analog Auto 10000000 % 0o 100.0
WIC1236_CAS Pub/Sub Analog Auto 10001001
4] | i
i~ Filter
v Client/Server [ Unuzed Mame: |x1 I
¥ Pub/Sub [T Corilicts Group: I
Uszed by
| Host/FE | Fir | [1ata type | Source | Cycle time | 140 Description |
EE_CI8E0 I'af 3078 Analog Mo 1000
TI1234_al1 out Analog ez 1000
=t |
4

Figure 5. Fieldbus Builder FF - Signal List
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Control Builder Application Configuration

Figure 6 shows the configuration of the master PID control loop is done with
Function Designer for the AC 800M controller. Alternative this configuration can
also be done in the Control Module Editor.

TN234_T1_FF2CC TIC1234_QUT_CC2FF
AnaloginFFToCC PidCC AnalogOutCCToFF
In Out
[T —n ouf——Pv otf—n out—{ Tz
—Sp

Figure 6. Function Designer - Cascaded PID Loop, Master PID

The analog FF input block provides a signal (T11234_T1) that will be used as input
signal in the temperature control loop (master PID control loop) running on an AC
800M controller. An AnalogInFFToCC control modules is used to convert the FF
signal from the FFRealConnection type to the ControlConnection type. It is
graphically connected to the PID control module input. The PID control module
does the temperature control. An AnalogOutCCToFF control module is used to
convert the output signal from the PID control module from the ControlConnection
type to the FFRealConnection type. The output signal from the temperature control
loop (TIC1234_SP) is used as a input signal for the FF PID function running in the
H1 device (see Figure 2).

Control Builder CI860 Channel Mapping

Figure 7 shows the Control Builder variables being used. The variable TI1234_T1 is
the input signal and the variable TIC1234_SP the output signal of the master PID
control loop (see Figure 6). Both variables are of the data type FFRealConnection.
Figure 8 shows how these variables are mapped to the CI860 channels.
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=1olx|
Editor Edit Wew Insert Tools Window Help
BEes (@R o s AEM & O o m| T
Marne Data Type Attributes Initial Walue| /O Address |Access YWarables  |Description il
1 [TNZ234 T1 FFRealConnection retain
2 |TIC1234_SP FFRealConnection retain
3
4
5 -
4 I » |%_Global Variables Variahles | 4| | 3
[Row 1, Col 1 Instaler

Figure 7. Variable Definitions

=lalx
Editor Edit  Wiew Insert Tools ‘Window Help

|rEevaR|lvc iR mE|&|lo| ekt |1

Channel MNarme Type “ariable Protocal Info If0 Description iI
Q2.0 FF Real Publish 0 Reall0  |Application_1.TIC1234 _SP.Forward WIC1236_CAS|

W2.3073  |FF Real Subscribe 1 ReallD  |Application_1.TIC1234_SP.Backward WIC1236_BCO

W2.3074  |FF Real Subscribe 2 ReallD  |[Application_1.TI1234_T1.Forward TZ234_T1

IvW2.6500  |Mo of HSE publisher DintIO Extended status

IWy2 6501 Mo of HSE subscriber DintlQ Extended status

W2.6502 |CPU load DintlO Extended status

W2 6503 Mo of send failed DintlQ Extended status

Ivy2 6504 Mo of exp. stall count DintIC Extended status

IW26505  |Average FF load DintlQ Extended status

W2 6506  |UDF received wio processing |DintlO Extended status

W2 6507  |Resered 2 DintlQ Extended status

Ivy2.6503 |Reserved 3 Dintly Extended status

W2.6509 Mo Cit/Srv requests DintlQ Extended status

26510 Mo CIt/Sre reads Dintlcy Extended status

IW2.6511 MNo Cit/Sry writes DintlQ Extended status

W2.B512 Mo Cit/Sry reads failed DintIC Extended status

W26513 Mo CI/Sry writes failed DintlQ Extended status

W2 6514 Mo CIt/Srv connects DintlC Extended status

[W26515 Mo Clt/Srv connects failed DintlQ Extended status

WW26516 Mo Clt/Srv connection aborts  |DintlO Extended status

W2 6517 |Resered DintlQ Extended status -
« [ » [ _Settings #_Connections Status _}_Unit Status ||L|J Ll_l

[Row 1, Col5 Installer 4

Figure 8. CI860 Connections Editor with Variable Mapping
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As the FFRealConnection data type contains a forward and a backward component
similar to the ControlConnection data type one of the components must be chosen
according to the direction of the signal flow.

The FF temperature output signal TI1234_T1 of the temperature transmitter is
available on the CI860 input channel IW2.3074. To access this signal the forward
component of the Control Builder variable T11234_T1 from data type
FFRealConnection has to be mapped to this channel.

The back calculation signal VIC1236_BCO from the FF PID function block
VIC1236_PID which is available on the input channel IW1.3073 is mapped to the
backward component of the variable TIC1234_SP. The forward component of the
variable TIC1234_SP is mapped to the CI860 output channel QW2.0 which is
connected to the setpoint signal VIC1236_CASL

Switching FF Function Block Mode

This sample describes how to switch the Target Mode parameter of the FF function
block VIC1236_PID from the sample above out of a Control Builder application. To
access the FF block contained parameter the Client/Server communication is used.

In Control Builder the Target Mode of the PID function block should be read
cyclically and written on a request (a event which is triggered from a AC 800M
application). For this the FF parameter is assigned to a Client/Server signal which
can be accessed from the Control Builder application. The creation and the
assignment of this Client/Server signal is done in Fieldbus Builder FF.

FOUNDATION Fieldbus Configuration

The assignment of a Client/Server Signal to a FF block parameter is done in the
Properties dialog of the FOUNDATION Fieldbus block as shown in Figure 9. The
Client/Server signal VIC1236_TARGET is assigned to the function block parameter
MODE_BLK.Target of the PID function block VIC1236_PID.
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ﬂ
iGeneral data
Hame: _ Shart IPID VIClzzE
Walue Sets
Long text: IPID Tositioner VIC1236
ED Advanced Relativ Mame Yalue Unit | Do |Upl /5 Signal Name Canfiguration Yalue -
+ Properties T =T _REV
3 Black Info 2 TAG_DESC =i
| Download Sequence 3 STRATEGY W [
| Alarmn Parameters 4 ALERT_KEY W v
Parameters H MODE_BLK d | § | v
=] Details Windaws =51 .Target v W [ IMIC1236_TARGET v
5 Plausibiity Check Error List 5.1 ROt C C
5.1 .RCas
Eh (Cas [ rd
5.1 JAuto v v
5.1 Man ' o
5.1 Lo [ [
5.1 IMan [ [
5.1 flele) il Il
5.2 JActual v r v
5.2 ROUE ol ol
5.2 RCas [ [
5.2 (Cas Il Il
5.2 JAuto
5.2 Man
5.2 Lo [ [
5.2 IMan [ [
5.2 flele) Il Il
83 Permitted v v v v
53 ROUE ' o
5.3 RCas [ [
5.3 Cas ¥ v hd
Kl I
oK I Cancel Apply Help |

Figure 9. Fieldbus Builder FF Function Block Properties

To communicate the signal between AC 800M controller and HSE Subnet, the
Client/Server signal has to be assigned to a CI860. The procedure for this
assignment is for a Client/Server signal the same as for the Publisher/Subscriber
signal in the sample above. Figure 10 shows exemplary the Signal Properties dialog
which occurs during the creation of the signal VIC1236_TARGET. In the reference
list below of this dialog the signal is assigned to the CI860 due the checkmark of the
appropriated checkbox.
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x

Signal name: [\IC1236_TARGET

Drescription:  yIC1236_PID T arget Mode

Type: lm Unit: I
[D1ata type: lm Scale start; I
Isage: Ih Scale end: I
Group: lg—

Uszed by
| Hozt/FB | Pin | [Data type | Saource | Cycle tirme | 1/0 Des
BB_CIB&0 C/5 Connect Generic Mo
1| | 2

Cancel | Apply |

Figure 10. Fieldbus Builder FF - Signal Properties for C/S signal

Alternative the CI860 assignment can be done from the Fieldbus Builder FF Signal
List which even provides the assignment of multiple selected signal to a CI860 (see
Figure 5).

Control Builder Application Configuration

In the section above the Target Mode parameter of this FF function block was
assigned to the Client/Server signal VIC1236_TARGET which can now be accessed
from Control Builder. Figure 11 shows the Control Builder application for this
activity realized with the Client/Server specific function blocks from the
FFHSECommLib. In this example it is programmed in a Function Block Diagram.
Figure 13 shows how the same program can be realized in a Structured Text
sequence. Figure 12 gives an overview of the used variables for this application.
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FFHEEConnect 1

FFHSEC onmect
Enable Con —— En C Walidi—
5lot No- —— Chanmnel Error [—
DeviceTag — DewviceTag Stacus [—
LatchedStatus [—
AddStatus —
1<=Td Id Td==1
FFHEEReadCyeo 1
FFHSEReadCyc
— Enahle
1-=Id Id Td==1
SigmalName F— SignalName Talid|—
— CycleTime Erroxr[—
Status [—
LatchedStatus [—
AddEtatus [—
WMarning —
l<=Pead Signal T Tead Zignal=>=l
FFHSEWrite 1
FFHSEUrite
W_Redquest — Beqg
1-=Id Id Td==1
—— BigmalNams Drone [—
Error [~
Status [—
LatchedStatus [—
AddStatus —

1<=Write Signal

e

Write Siemal==l

Figure 11. Control Builder Function Block Diagram for C/S access

Figure 12. Control Builder Variables used for C/S access

MNarme Data Type Attributes Initial Value /0 Address |Access Yariables  |Description
1 |Enable_Con bool retain true Enable connection
2 |Slat_No string[16] retain A 1860 Module CEX number (slot number)
3 |DeviceTag string[32] “IC1236 Device Tag of H1 device
4 |id Carmm_Channel Cormrunication 1D
5 |SignalMame string[32] "IC1236 TARGET' Marne of C/S signal
6 |Read_Signal FFBitStrLendDS14 retain Wyrites C/S singal ‘SignalMame' ta variable 'Read_Signal'
7 [Write_Signal  |FFBitStrLenBDS14 retain Wyrites variable WWrite_Signal to C/S singal 'SignalMarme’
B8 [W_Request bool Write singal on request
[<] ]\, Variables {_Funcion Blocks Tel |
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Control Builder Application Configuration

(* Connect to Dewvicetag =)

FFHSEConnect_1{ En_C := Enable Con.
Channel := Slot_Ho,
DeviceTag := DeviceTag.
Id := Id )

(* Read Signallame cyclically =)
FFHSEReadCwc 1{ Id := Id.
Enable := Enable Con.

Signallame := Signallame.

Rd := Fead_Signal :
GetBlockMode = REead_Signal Value;

(* Write SignalName on regquest #*)
Write signal Value := SetBlockMode:
FFHSEWrite 1{ Id := Id.
Req .= W_Reguest,
Signallame := Signallame.
Sd := WUrite Signal ):

1|:i\C0dea’ <| |

;I?f

Figure 13. Control Builder Structured Text sequence for C/S access

Table 1 provides the Integer values of the FOUNDATION Fieldbus block modes as
they are read and written from the Client/Server specific function blocks (in this

example only the Target Mode parameter is used).

Table 1. Integer values of FF function block modes used by C/S function blocks

Mode Target Actual

Remote Output 144 128

Remote Cascade 80 64

Cascade 48 32

Automatic 16 16

Manual 8 8

Local Override - 4

Initialization Manual - 2

Out of Service 1 1
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FFHSEConnect Configuration

To read and write the FF parameter, a connection to the H1 device VIC1236 (the
electro-pneumatic positioner) needs to be established. This is done via the
FFHSEConnect function block. It needs informations about which CI860 (exactly
which bus slot number) the connection should be established. The bus slot number
is provided via the input parameter Channel which is connected to the variable
Slot_No with the Initial value of 2. This means that the CI860 is placed at the CEX
bus slot number two. Further the FFHSEConnect function block needs to know to
which H1 device the connection goes. Therefore the variable DeviceTag is
connected to the input parameter of the same name. It provides the device tag name
VIC1236 which was defined in Fieldbus Builder FF. To enable the execution of the
function block the input parameter En_C is getting a true value from the variable
Enable_Con. If the connection is established the FFHSEConnect parameter Id
provides the Communication Id which is needed from the Read/Write function
blocks. The value of this Id parameter is stored in the variable Id. Figure 14 shows
the Parameter Dialog of the FFHSEConnect function block.

HH e & 9

E Function block call - FFHSEConnect_1 FFHSECommlLib FFHSEConnect* \EI@

Editor Edit Wiew Insert Tools Window Help

& o200 BB § 58 o

Mame Data Type Initial “alue |(Parameter ‘ttributes  |Direction  |Description =
1 En_C bool Enable Con retain in Enables the execution while True
2 |Channsl string[16] Slot_Mo by_ref in The CEX bus slot nurmber to be used for the connaction
3 |DeviceTag string[32] DeviceTagConnl by_ref in The tag name of the FF device as it is defined in FBB FF
4 Walid bool out True when the output values are valid
5 |Ermor bool retain out Indicates an error with True during one scan. Status parameter <0
B |Status dint 1 retain out Status code of last execution, operation successful 1, pending 0, errorg < 0, warnings > 1
7 |LatchedStatus  |dint retain out IThe last non good status value is saved in here
8 |AddStatus dint retain out WAdditional status information corming from FF in case of failure
9 |id Camrm_Channel Id in_out QUT (IM) Cornmunication channel, has to be connected to a FB of the type Read/Arite
« + % Parameters I« 3

Row 1, Col4

Figure 14. FFHSEConnect Parameter Dialog in Sample Application

FFHSEReadCyc Configuration

To read the target block mode cyclically, the FFHSEReadCyc function block is
used. The input parameter SignalName is connected to the same named variable
which provides the information which Client/Server signal should be read - in this
case the signal VIC1236_TARGET. The value of the signal is given to the parameter
Rd which is connected to the variable Read_Signal.

140
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Control Builder Application Configuration

The Target parameter MODE_BLK.Target from the FF PID function block is from
the Fieldbus Builder FF type Bit Enumerated (1 octet), so the Control Builder
variable Read_Signal has to be from the data type FFBitStrLen8DS14 (see

Table 21). In the Structured Text sequence in Figure 13 the value of the variable
Read_Signal is given to the variable GetBlockMode which can now be used in other
Control Builder applications.

The Id parameter must be connected to the variable Id which provides the
Communication Id from the FFHSEConnect function block. For an execution of this
parameter the input parameter Enable needs a true value which is given by the
variable Enable_Con. The time interval how often the Client/Server signal should be
read is given by the parameter CycleTime. The value therefore is in this case 5
seconds and directly configured in the Parameter Dialog of the FFHSEReadCyc
function block (see Figure 15). If another value for the CycleTime is needed, this
parameter can be connected to a variable which provides this value.

& Function block call - FFHSEReadCyc_1 FFHSECommLib.FFHSER eadCyc —(of x|
Edtor Edit Wiew Insert Took Window Help
e gk o ksme mE| &l - oﬂrg‘
Mame Data Type Initial Walue | Parameter Aftributes | Direction  |Description i’
1 |Enable bool Enable_Con retain in Enables the execution while True
2 d Comm_Channel Id in_out IN (QUT) Communication channel, has to be connected to the ld- par. of the Connect- FB
3 SignalName string[32] SignalMame by_ref in The name of the FF client/server signal as it is defined in FBB FF, read after first invocation
4 CycleTime tirne TIME#Es in Tirmne interval between consecutive operations
5 [Valid hool retain out True when the output values are valid
E_|Error hool retain out Indicates an arror with True. Status parameter < 0
7 |Status dint 1 ratain out Status code of last execution, operation successful 1, pending 0, errors < 0, wamings > 1
8 |LatchedStatus |dint retain out The last non good status value is saved in here
9 AddStatus dint retain out Additional status information coming from FF in case of failure
10 MWvarning bool retain out True at a waming of unexpected operation. Status parameter = 1
11 |Rd AnyType Read_Signal in_out QUT Read value of the variable "SignalMame"
<[+ % Parameters [l icll
[Row 1, Col4 Installer

Figure 15. FFHSEReadCyc Parameter Dialog in Sample Application

FFHSEWrite Configuration

To write the target block mode on request, the FFHSEWrite function block is used.
This function block writes the FF parameter given to the input parameter
SignalName. In this case, the Client/Server signal VIC1236_TARGET is given by
the variable SignalName. The value that should be written is given by the parameter
Sd which is connected to the variable Write_Signal. The Sd parameter accesses the
same FF block parameter (MODE_BLK.Target) as the Rd parameter from the
FFHSEReadCyc, so the variable Write_Signal is also from the data type
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FFBitStrLen8DS 14 (see Table 21). In the Structured Text sequence in Figure 13 the
value of the variable Write_Signal is provided by the to the variable SetBlockMode
which is used in other Control Builder applications.

The Client/Server signal is only written when the parameter Req gets a positive edge
- in this case when the connected variable W_Request changes it value from zero to
one. As for the FFHSEReadCyc function block the Id parameter must be connected
to the variable Id which is provided by the Communication Id from the
FFHSEConnect function block. Figure 16 shows the Parameter Dialog of the

FFHSEConnect function block.

B Function block call - FFHSEWrite_1 FFHSECommLib.FFHSEWrite

Edtor Edt Wiew Insert Tools

Window Help

~loixl

|BE< SR -t BB 8E &S ~ 0%

Mame Data Type Initial “¥alue  |Parameter Aftributes  |Direction  |Description il
1 |Req bool Reguest retain in Requests one operation on positive edge, True
2 |d Comm_Channel Id in_out IN {OUT) Communication channel, has to be connected to the Id- par. of the Connect- FB
3 |SignalMame string[32] SignalMame by _ref in The narne of the FF client/server signal as it is defined in FBE FF, read after first invocation
4 |Done biool retain out True when requested operation is done successfully
5 |Etror bl retain out Indicates an error with True. Status parameter < 0
E |Status dint 1 retain out Status code of last execution, operation successful 1, pending 0, errors < 0, warnings = 1
7 |LatchedStatus |dint retain out The last non good status value is saved in here
B |AddStatus dint retain out Additional status inforration coming from FF in case of failure
9 |5d AnyType Wyrite_Signal in_out IN Write value to be transfered to the variable "SignalName" =
<[ +]\ Parameters Tl | _DI_I
Row 1, Col 4 Instaler 7

Figure 16. FFHSEWrite Parameter Dialog in Sample Application
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The error codes in Table 2 and Table 3 may appear as values at the Status parameter
from the five FFHSE Client/Server function blocks:

The error codes in the following table are coming from PhCI860 (Protocol handler
CI860) controller:

Table 2. Error Codes from PhCIS60 in the controller

Error Code Description
-7001 an internal error has occurred
-7002 the maximum number of connections is reached
-7003 too many requests at a time
-7004 communication to CI860 module doesn’t work
-7007 the type of data to be written is not supported
-7008 the length of data to write does not fit, data type OK?
-7009 the data read does not fit to the connected variable, data type OK?
-7010 Ph says used connection is not established
-7011 Ph receives a illegal response from CI860 module
-7012 no relevance
-7013 request handling was aborted by Ph, e.g. redundancy switch of CI860
module
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The error codes in the following table are coming from CI860 module firmware:

Table 3. Error Codes from CIS860 firmware

Error Code Description
-7051 internal error on servicing the request
-7052 request aborted because of disconnecting while servicing
-7054 the length of data received or data to write is not valid
-7055 usage of cyclic write FB for access to a static parameter
-7056 too many requests at a time
-7057 device tag or signal name not found
-7058 device not found, e.g. device not online
-7059 connection to device aborted
-7060 connect temporarily not possible, e.g. due to old connection not
having timed out yet
-7061 device signals parameter to read does not exist
-7062 device signals parameter to write does not exist
-7063 the request timed out
-7064 the signal is requested via a different connection than configured
-7065 the requested object does not exist in the FF device
-7066 FF error class is set, check vendor specific error information
-7067 processing configuration data currently running, cannot proceed
-7068 no FF configuration data has been loaded to CI860
-7069 updating configuration data has aborted a request
-7070 an unexpected FF error code has been received, put original code

into component AddCode

-7071 the access to the referenced object is denied
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Table 3. Error Codes from CI860 firmware (Continued)

Error Code Description
-7072 the address information in the request is invalid
-7073 there is a type conflict on accessing the data
-7074 a value to write is out of its FF range
-7075 configuration data loaded to CI860 is not consistent to FF subsystem
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This section provides information on the revision history of this User Manual.

Revision History

E The revision index of this User Manual is not related to the 800xA 5.1 System
Revision.

The following table lists the revision history of this User Manual.

Revision Description Date
Index
- Published for 800xA 6.0 July 2014
A Published for 800xA 6.0.3 September 2016
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